Solicitation Number PA5-027 – Systems Engineering and Technology Research Support for the Office of Naval Research Littoral Combat Future Naval Capability (FNC) Program Office.  The statement of work, order information, proposal submission requirements and evaluation information is set forth below.  Proposals are due by 2:00 PM (local time) on 11 December 2003. 

I.
STATEMENT OF WORK

1.0
General:  The purpose of this task is to provide systems engineering and technology research support for Radio Battalion Modernization and Littoral Combat Future Naval Capability Partnership Projects.  This effort supports systems research and development and technology transition activities being jointly pursued by the Office of Naval Research and Marine Corps Systems Command.  

2.0
TASK ONE:  SCI COMMUNICATIONS STUDY

2.1
Background:  Marine Corps Radio Battalions lack robust communication links between widely separated signals intelligence collection, analysis, and reporting sites on the modern battlefield.  Personnel today must deal with the proliferation of communications technologies and vastly increasing amounts of information.  An architecture that automates processes and the exchange of data wherever operationally possible and technically feasible is required if the Radio Battalion personnel are to be capable of providing the tactical commander with timely and relevant signals intelligence.    


2.2
Scope:  


2.2.1
The contractor shall identify specific functionality at each operational node as it relates to collection, analysis, processing, and dissemination of information to other signals intelligence (SIGINT) and / or intelligence nodes.  Nodes that must be considered are:    

· Forward based collections sites.

· Next higher echelon USMC analysis sites.

· Other service collections and/or analysis sites.

· Intelligence Joint Task Force (JTF) sites.

· Theater sites.

· National Security Agency (NSA)/Regional Security Operations Center (SOC) sites.

· Operational users of tactical intelligence


2.2.2
The contractor shall identify information requirements for each specific SIGINT system within the USMC and/or other SIGINT systems with which the USMC is required to exchange information.  Functionally, what information exchanges are necessary between and among which systems.  Systems to be considered include:  

· Radio Reconnaissance Equipment Program (RREP) equipment strings. 

· Team Portable Collection System (TPCS) equipment strings. 

· Mobile Electronic Warfare Support System (MEWSS) equipment strings. 

· Technical Control and Analysis System (TCAC) equipment strings. 

· Other non-core program systems currently employed by the Radio Battalions. 


2.2.3
The contractor shall identify specific information exchange requirements (IER) at each node as it relates to collection, analysis, processing, and dissemination of information to other SIGINT nodes and/or other intelligence nodes. These IER’s will include the size of the data, how often the data will be sent, the approximate ranges between sites sending data, the data formats used, and what IER’s should be automatically sent between nodes.  Nodes to be considered include:

· All nodes identified above plus
· Other non-SIGINT intelligence sites for purposes of cross queing other intelligence assets.


2.2.4
The contractor shall analyze alternative technology solutions in the context of a dynamic information exchange environment. The contractor shall identify specific options for alternative technology solutions at each node with respect to communication paths and bandwidth requirements.  


2.2.5
The contractor shall ensure that whatever technologies are considered will be selected with a view towards the future USMC intelligence architecture.  In that regard, the contractor will stay abreast of:  future USMC Air Ground Intelligence Systems (MAGIS) architecture developments; future USMC ‘SIGINT system capabilities and limitations; and, future USMC tactical communications architecture developments including the Ship to Objective Maneuver (STOM) bridge.  The contractor will also consider the IER requirements of an all-source fusion roadmap. 
3.0
TASK TWO:  MISSION-CENTRIC SCENARIO-BASED TRAINING STUDY


3.1
Background:  The Marine Corps Radio Battalions are responsible for providing tactical signals intelligence and electronic warfare support to the Marine Air Ground Task Force (MAGTF) Commander.  With the explosion in communications technology within the past few years, the training requirements necessary to meet these demanding challenges has compounded exponentially.  Recent real world events have highlighted a compelling need to improve realistic and robust training, as the traditional training paths and methods cannot continue to completely meet these demanding challenges.  The Marine Corps needs a mission centric scenario based trainer to replicate a realistic environment of modern Signals Of Interest (SOI).  This trainer is required to exercise and to qualify individual operators, teams and units with Marine Corps organic capabilities to detect, identify, intercept, demodulate, decrypt, collect, locate, analyze and report, as well as to exercise the information flow required to support the warfighting commander.   


3.2
Scope:



3.2.1
The Contractor shall research and analyze the current SIGINT oriented training simulators to determine options and alternatives for improving these systems to meet the current needs and requirements.  It is envisioned that travel will be required to collect required information and properly assess alternatives.  Travel may include but is not limited to:


National Security Agency (NSA), Fort Meade, MD


US Army Intelligence and Security Command, Fort Belvoir, VA


US Army Communications Electronics Command (CECOM), Fort Monmouth, NJ


Naval Security Group Activity (NSGA), Norfolk, VA


Naval Security Group Command (NSGC), Washington, DC


Space and Naval Warfare Center (SPAWAR), San Diego CA / Charleston, SC


Air Force, San Antonio, TX


3.2.2
The contractor shall ensure that the training requirements and assets are coordinated with the US Army for a robust and realistic SIGINT simulator.


3.2.3
The Contractor shall research and analyze current industry methods and equipment for simulating modern SOI in their R&D and/or new product-development cycles.


3.2.4
The Contractor shall determine tasks and interactions required among individuals and teams to effectively employ all capabilities of Marine Corps organic SIGINT systems. 


3.2.5
The Contractor shall generate the requirements for a Tactical SIGINT Simulator that could be used in follow-on efforts to design and produce simulator systems.  

4.0
TASK THREE:  SYSTEMS ENGINEERING SUPPORT


4.1
Background:  The Marine Corps Systems Command operates a facility that assesses interoperability needs and requirements for all systems employed by the Radio Battalions.  Engineering personnel working in this facility are responsible for developing and evaluating systems designed to provide improved tactical signals intelligence and electronic warfare support to the MAGTF Commander.  These assessments and evaluations require a high level of technical and engineering expertise to ensure interoperability issues are addressed and mitigated prior to system deployment for user evaluation in operational context.  Distributed and networked functionality is relatively new to Marine Corps tactical signals intelligence and electronic warfare systems.    


4.2
Scope:

4.2.1
The contractor shall provide a qualified individual to lead software/system engineering and integration integrated product teams (IPTs); perform software requirements and functional analyses; cost-performance trade-off and feasibility analyses; prepare conceptual designs; perform functional validation of 3rd party software products; identify and assess risks and develop mitigation plans; and provide configuration management and document control.

4.2.2
The individual selected will be responsible to the government project lead for technical oversight of Tasks One and Two of this effort and will be responsible to the government project lead for system engineering oversight of the following two efforts:

Radio Frequency (RF) Environment Characterization and GIS Integration

SIGINT Visualization Tools


4.2.3
The oversight applies specifically to the management of a shared open standard all-source data base and to the use of artificial intelligence tools in each of the two efforts.  The contractor shall interface and coordinate with the prime contractors of the referenced efforts (Austin Information Systems and Lockheed Martin Corporation) on behalf of the government sponsors on technical matters at integrated product team meetings.  

Long distance travel may include but is not limited to:


National Security Agency (NSA), Fort Meade, MD


US Army Communications Electronics Command (CECOM), Fort Monmouth, NJ


Lockheed Martin Space Systems Company, Denver, CO


Austin Information Systems, Austin, TX

II
ORDER DETAILS
1.0
PERIOD OF PERFORMANCE:  The overall period of performance for this Task Order is 02 January 2004 – 31 December 2004.  

2.0
Anticipated Award Type:  The Navy anticipates awarding an incrementally funded, cost-plus-fixed-fee level of effort task order to support these S&T requirements.

3.0
Travel:  Overall, anticipated travel in the performance of this Task Order includes, but may not be limited to:
· National Security Agency (NSA), Fort Meade, MD

· US Army Intelligence and Security Command, Fort Belvoir, VA

· US Army Communications Electronics Command (CECOM), Fort Monmouth, NJ

· Naval Security Group Activity (NSGA), Norfolk, VA and

Naval Security Group Command (NSGC), Washington, DC

· Space and Naval Warfare Center (SPAWAR), San Diego CA / Charleston, SC

· Air Force, San Antonio, TX

· National Reconnaissance Office (NRO), Chantilly, VA

· US Special Operations Command (SOC), MacDill AFB, FL

· Joint Special Operations Command (JSOC), 

· Defense Advanced Research Projects Agency (DARPA), Arlington, VA 

· Naval Research Lab (NRL), Washington, DC

· Joint Warfighting Analysis Center (JWAC), Dahlgren, VA

· Austin Information Systems, Austin, TX

· Lockheed Martin Space Systems Company, Denver, CO

Travel costs will be reimbursed at cost plus applicable G&A.  No fee is to be applied to travel costs.  Travel costs are not expected to exceed $30,000.00.
4.0
Other Direct Costs:  There are no ODCs anticipated, however, the Contractor may propose ODCs that it believes are necessary to effectively perform the order requirements.  ODCs, if proposed, may be burdened with G&A, but no fixed fee is to be applied.
5.0
Government Furnished Items:  No Government Furnished Items are anticipated.
6.0
Place of Performance:  It is anticipated that this effort will be conducted at the Contractor’s facility.
7.0
Classification:  Security/Safeguarding Information - A Contract Security Classification Specification (DD Form 254) will be included with the task order.  The DD Form 254 will specify the requirement for access up to the TS/SCI level.  Offeror’s are reminded of the security requirements specified in the National Agency Checks and Organizational Conflicts of Interest clauses in the basic contract.  The DD 254 is attached to this solicitation as Enclosure 2.
a) Clearance – All proposed personnel should have security clearances at the Top Secret level.  It is the responsibility of the Contractor to have facility clearances and storage clearances to a maximum of Top Secret if required by the specific task within the order.  The Contractor is responsible for providing staff with active clearances to the level required.  It is also the responsibility of the Contractor to obtain any security badges, building access passes, etc., that may be required for entrance to Navy facilities.
b) Privacy Act - All contractor personnel assigned to this task will have access to information that may be subject to the Privacy Act of 1974.  The Contractor is required to ensure the proper safeguarding of such information to prevent unauthorized release.
Nondisclosure Agreement- In the course of its work the selected contractor will have access to sensitive data and records.  As such, it will be necessary for proposed contractor personnel to execute Nondisclosure Agreements (NDAs).  All contractor personnel working under this task order will be required to sign an NDA provided by ONR.  The NDA must be signed by both the employee and its employer and must be received by the Contracting Officer before the employee begins working under this order.  This requirement applies to prime contractor personnel, subcontractor personnel, and consultants working under the order.  Enclosure Number 1 to this solicitation includes the current NDA that should be used unless otherwise instructed by the Government.  
8.0
Deliverables:



8.1
Task 1:  The Contractor shall produce an interim report six months after receipt of the order, regarding an architectural finding that provides sufficient detail to satisfy the requirements of the SOW.  The Contractor shall produce a final report ten (10) months after the receipt of the Order that provides details and recommendations for Phase II.  Contractor Format  is acceptable.


8.2
Task 2:  The Contractor shall produce a final report six (6) months after receipt of the order, which provides sufficient detail to satisfy the requirements of the SOW.  Contractor format is acceptable.


8.3
Task 3:  Progress reports, contractor format acceptable, shall be submitted when appropriate.

9.0 Staff Level Estimate:   The estimated level of effort for performance of this Statement of Work is specified and summarized below for each Task.  The labor months are provided as the Government's best estimate of the work to be performed.  The offeror may propose the same Level of effort (man-hours) or a different level of effort based upon its unique approach to satisfy the Governments requirement.  While the Government will consider an alternate level of effort, it is the Government's preference to maximize the estimated labor hours devoted to the direct performance of the technical tasks.  To the extent that the level of effort proposed is different than the Government's estimate, the offeror's technical proposal should clearly specify the hours and labor categories proposed for each task in the statement of work:
9.1 Task 1 – 10 man-months (1,734 man-hours) -  Systems/network engineer with strong SIGINT background

9.2 Task 2 -    6 man-months (1,040 man-hours) – Professional with training and SIGINT background

9.3 Task 3 – 12 man-months (2,080 man-hours)– System engineer
III.
PROPOSAL REQUIREMENTS
1.0
Proposal Format:  The Offeror’s proposal must be divided into two sections:  (1) Technical Proposal, and (2) Cost Proposal.  The length of the technical proposal shall not exceed ten (10) pages exclusive of resumes.  There are no page limits on the number of resumes or the pages of the cost proposal.  The proposal should be written and organized to be compatible with the Statement of Work, company’s organization and accounting structure, and proposed cost. 

(a)  Technical Proposal:  The technical proposal should include the following:  

· The Offeror’s understanding of and approach to the requirement, resumes of proposed personnel, and the number of proposed hours for personnel.  
· The Offeror should describe specifically how the work activities required to complete the tasks in the statement of work will be done. 
· The Offeror should explain how technical objectives, tasks and deadlines will be determined; 
· How staff responsibilities will be assigned; 
· Whether consultants and/or subcontractors will be utilized; 
· How the quality and timeliness of work performance will be supervised and controlled;
· How the Offeror will coordinate with the program office; and 
· How administrative tasks such as travel, security and resource requests will be handled.  

The Offeror should include information relative to previous efforts for the same or similar services provided in the past to include contract numbers and Government points of contact where applicable.  

The Offeror should explain what corporate facilities are available and would be used in support of the work including computer resources, publication/media materials and equipment where appropriate.  

(b)  Cost Proposal:  The cost proposal, as a minimum, should give a breakdown of the following proposed costs (if applicable):

 

Direct labor (with labor category, hourly rate, hours proposed, applicable Government labor category),                                                                                                                                                                                                    

Fringe benefits,

Labor overhead,

Other direct costs,

Consultants and subcontracts,

G&A,

Any other applicable indirect rate(s) such as cost of money (FCCM), and Fee.

 


2.0  Proposal Submission:  The due date for submission of proposals for this solicitation is 2:00 PM (ET) 11 December 2003.  Proposals can be:

(a)  Faxed to (703) 696-0066

(b)  E-Mailed to Mark Chadwick at chadwim@onr.navy.mil


(c) Regular mail or hand delivery of the original and two copies to arrive by the above deadline at the following address:


Office of Naval Research


Attention:  Mark Chadwick 


800 North Quincy Street, Code 253


Arlington, VA   22217-5660


REF:  Task Solicitation PA5-027
IV. Evaluation Information

1.0   Evaluation Criteria:  A Cost Plus Fixed Fee Level of Effort Task Order will be awarded to the responsible offeror whose offer represents the best value to the Government. In order to determine which offeror represents the best overall value.  Offers will be evaluated on the following technical factors and subfactors: 

(1) Proposed personnel 
(2) Management Plan and Technical Approach 
(3) Past performance on earlier tasks under this and similar contracts:

(a) Quality of deliverables 
(b) Cost control

(4) Corporate Facilities 

Factor 1 is of the greatest weight; factors 2 through 3 are equally weighted.  For Factor 3, the subfactor (a) Quality of Deliverables, is more important than subfactor (b) Cost Control.  Factor 4 is of less value than all other factors.  These four technical factors are substantially more important than cost.  Although cost is substantially less important than all of the technical factors combined, it will not be ignored.  The degree of its importance will increase with the degree of equality of the task order proposals in relation to the other factors on which selection is to be based, or when the cost is so significantly high as to diminish the value of the technical superiority to the Government.

In evaluating past performance on individual orders, the procedural requirements in FAR 42.15 are not mandatory.  Past performance will be based on the Government's subjective evaluation of the Contractor's performance with previous orders, if any, under this contract and similar contracts.  .


2.0  Award:  The Government will award a task order to the responsible Offeror whose offer conforming to the solicitation will be most advantageous to the Government, cost and other factors considered.  The anticipated award date of this order is on or before 02 January 2004.  The anticipated start date for this order is 02 January 2004.
V. Subcontracting Plan Information
Small Business Subcontracting Plans shall be prepared in accordance with FAR 52.219-9 entitled “Small Business Subcontracting Plan”, if required, and submitted and included with the offerors submission.  Each plan will be evaluated to determine whether it meets or exceeds the Department of the Navy’s mandated goals of 49.3% for Small Businesses concerns, 3.0% for HUBZone concerns, 8.8% for Small Disadvantaged Business concerns, 8.3% for Women-Owned Small Business concerns, and 3% for Service Disabled Veteran-Owned Small Business concerns.  Offerors not expecting to meet mandated goals shall provide a detailed explanation along with their full proposal. When required, the plan shall be negotiated and made a part of any resultant contract.  Submission of subcontracting plans does not apply to small business concerns, or if the total value of the Task Award does not exceed $500,000.

VI.  Submission of Questions

Any questions regarding this solicitation must be provided in writing to the Point of Contact listed below.  Acceptable forms of written question submission include fax and e-mail.  Questions submitted less than 72 hours prior to the closing date for proposals may not be answered and the due date for submission of proposals may not be extended.  All potential offers will be provided e-mail noting the posting of any Questions/Answers.

VII.  Solicitation Amendments

Any amendments to this solicitation will be posted along with the solicitation on the ONR website.  An e-Mail notice will be sent to all potential Offerors at the time the amendment is posted.  It is the Offeror’s responsibility to regularly check for e-mail notices and the posting of solicitations/amendments.

VIII.  Point of Contact
The Point of Contact for this solicitation is Mark Chadwick, Senior Contracting Officer, telephone (703) 696-2599, fax (703) 696-0066, E-Mail: chadwim@onr.navy.mil   (Note:  E-Mail preferred).
IX.
Enclosures
(1)
Non-Disclosure Agreement Regarding Contractor Support for the Office of Naval Research
(2)
DD 254

Non-Disclosure Agreement Regarding Contractor Support 

for the Office of Naval Research

The undersigned individual, _________________________________________, agrees, 

both in his personal capacity and as an employee of  _____________________________

as follows:

BACKGROUND

1. The mission of the Office of Naval Research is to plan, foster, and encourage scientific research and technology development in recognition of their paramount importance in the maintenance of future naval power and the preservation of national security.  ONR provides for the continuing technological superiority of U.S. naval forces, by providing the Department of the Navy (DoN) with mission-relevant, affordable new capabilities that create and exploit scientific breakthroughs, respond to fleet requirements, and support strategic U.S. industries.  ONR requires contractor technical services and research support in order to meet these requirements.  The services/support that may be provided to ONR by contractor personnel include but are not limited to the following: 

i. 
Assist ONR personnel in overall technical program management support on matters and issues consistent with ONR sponsored development projects, including assisting in the evaluation of white papers, proposals, program/project planning, investment reviews, technology assessments, data analyses, conference and seminar activities, and financial issues.

ii. 
Provide support in the financial execution of ONR programs.  Monitor availability and use of funds. Review financial documents and plans for impact on program objectives and requirements.  Prepare internal financial notices, instructions, guidelines and reports.   Conduct analyses and provide reports that identify, quantify and evaluate financial execution of accounts and accomplishment of program goals and milestones.  Coordinate preparation and review of actual and projected funding estimates, justifications and strategies.  Identify deficiencies, excesses, trends and imbalances to assure funds availability.  Work with program personnel to expedite financial execution and ensure programmatic benchmarks are met.

iii. 
Draft analyses, presentations, notes, assessments, testimonies, speeches, and other materials on various technical/management topics, as requested, for use by ONR personnel with other internal ONR departments and externally with the Navy staff, Department of Defense, other federal and state agencies and the U.S. Congress.

iv. 
Provide assistance in the areas of information technology to include database design and maintenance, software development, graphics and reproduction, and other allowable materials and services.

v.
Provide administrative and management support in the execution of ONR programs to include the preparation of official documents and files for execution by Government employees.  

vi. 

Provide support on technical, programmatic and operational matters pertaining to the diverse array of technologies investigated and supported by ONR.

2. The undersigned individual is serving as contractor support for ONR.  As such, he has and will continue to come into contact with proprietary technical and commercial information.  He likewise will have access to sensitive internal information developed by or on behalf of the Government in connection with the accomplishment of ONR’s mission.

AGREEMENT

1. The undersigned individual agrees that he will not disclose to any individual, company, or Government Representative
 any information
 relating to current or proposed Navy budgetary information, acquisition planning or acquisition actions, obtained either directly or indirectly as a result of the effort performed on behalf of ONR.  The undersigned individual agrees that he will promptly notify the ONR Office of Counsel of any attempt by an individual (including any contractor personnel), company or Government Representative to gain unauthorized access to such information, and of any disclosure of such information to unauthorized parties.  Such notification shall include the name and organization, if available, of the individual, company or Government Representative seeking access to such information. 

2. The undersigned and his employer acknowledge that the owner of any proprietary information improperly disclosed stands as an intended third-party beneficiary of this non-disclosure agreement. In the event of an unauthorized disclosure of proprietary information, the owner of the information may seek legal recovery under this non-disclosure agreement, even though the information owner is not a formal party to the agreement.

FOR THESE REASONS the undersigned individual agrees on his own behalf, and his employer likewise concurs, to protect, respect and not disclose the proprietary information and Government mission- and procurement-sensitive information that may come to their attention as part of the contract assistance provided to ONR.

Employee Signature _____________________________________________________

Printed Name __________________________________________________________ 

Date __________________________________________________________________

Concurrence by the employer:

Supervisor/Manager Signature _____________________________________________

Printed Name __________________________________________________________ 

Date __________________________________________________________________
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