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INTRODUCTION

This publication constitutes a Broad Agency Announcement (BAA) as contemplated in Federal Acquisition Regulation (FAR) 6.102(d)(2).  A formal Request for Proposals (RFP), solicitation, and/or additional information regarding this announcement will not be issued.  

ONR expects to receive innovative technology proposals from offerors that are not familiar with Global Information Grid (GIG) and Navy FORCEnet.  All potential offerors are encouraged to submit proposals, even though the offeror cannot explain the plan for technology transition.  Innovative technology proposals that ONR considers transitionable will be seriously considered and if selected, ONR will provide assistance in adapting the innovative technology proposal to GIG and FORCEnet application.  

The Office of Naval Research (ONR) will not issue paper copies of this announcement.  ONR reserves the right to select for award all, some or none of the proposals in response to this announcement.  ONR provides no funding for direct reimbursement of proposal development costs.  Technical and cost proposals (or any other material) submitted in response to this BAA will not be returned.  It is the policy of ONR to treat all proposals as sensitive competitive information and to disclose their contents only for the purposes of evaluation. 

I.  
GENERAL INFORMATION

1.  
Agency Name

Office of Naval Research
Contract and Grant Awards Management Division

Ballston Centre, Tower One

800 North Quincy Street

Arlington, VA  22217-5660

2.  
Research Opportunity Title

Technology for Knowledge Superiority and Assurance Future Naval Capabilities 
(KSA FNC) - FORCEnet Science and Technology (S&T)

3.  
Program Name

Knowledge Superiority and Assurance (KSA) Future Naval Capabilities (FNC) - FORCEnet Science and Technology (S&T)
4.  
Research Opportunity Number

BAA 04-017

5.  
Response Date

White Papers Due:  Friday, 28 May 2004
Full Proposals:        Friday, 13 August 2004 
6.  
Research Opportunity Description

Synopsis:  The opportunity presented by this BAA is to perform research that enables the Navy and Marine Corps FORCEnet capability.  “FORCEnet is the operational construct and architectural framework for Naval warfare in the Information Age which integrates warriors,  sensors, networks, command & control, platforms, and weapons into a networked distributed combat force, scaleable across the spectrum of conflict from seabed to space, from sea to land.  It is the core of the Navy and Marine Corps transformation and is the Naval vehicle to make Network Centric Warfare (NCW) an operational reality.” 

Potential offerors may obtain information about FORCEnet S&T by registering at the KSA FNC web site.  This web site also provides additional information related to this BAA.  The site is the ONR website at http://www.onr.navy.mil/KSA_FORCEnet.  It is recommended that potential offerors register at this site and check it on a frequent basis for BAA amendments as well as updated information.  Amendments to this BAA may also be found at the ONR website at http://www.onr.navy.mil under BAAs. 
The opportunity described in this BAA is focused on four Enabling Capabilities required by FORCEnet that are described in paragraph 7.0 of this BAA.  The four Enabling Capabilities are:

· Net-Centric Enterprise Services (NCES) - Compliant Common Operational and Tactical Picture (COTP) and Decision Making

· Ship, Submarine, and Tactical Ground Vehicle Apertures for Global Information Grid Connectivity

· Global Information Grid Compliant Networks

· Intelligence Surveillance, and Reconnaissance (ISR) for Fleet and Force Protection

This research opportunity emphasizes Enabling Capabilities as the unit of execution.  Potential offerors should understand that ONR will give priority consideration to technology proposals that fully address the desired capability.  Innovative approaches with promise of revolutionary capability that address a subset will be considered.  Emphasis on capabilities means that offerors should:

· Propose development that will result in a warfighting capability that can be measured in quantitative terms and found to be “game changing.”  

· Address the transformational capability being required by the Department of Defense, and particularly the Global Information Grid (GIG).  

· State clearly how the proposed technology development will meet documented warfighter needs.

· Be oriented toward rapid maturation, experimentation, and transition.  The concepts of Spiral Development and Navy’s Sea Trial process, described below, are highly relevant.  

Projects that are currently being executed in support of FORCEnet are available on the KSA FORCEnet website at http://www.onr.navy.mil/KSA_FORCEnet.  Potential offerors should refer to the current projects to ensure they do not propose research that would duplicate already funded research efforts.

7. Technology Areas

To retain technological superiority, the Naval Service is shifting to Spiral Development of systems.  Spiral Development employs rapid injection of technology as well as tactics, techniques, and procedures through evolutionary modular insertion techniques to ensure systems remain effective in the face of emergent threats.  Under the Spiral Development philosophy, systems are designed to receive technology updates at regular intervals without disrupting production or performance.  Spiral Development controls costs while decreasing cycle times for technology insertion by using features such as open architecture, module interface standards, and commercial processors in conjunction with strict configuration control.  Use of Spiral Development allows cutting-edge technologies to be fielded more swiftly via a phased-flight approach to engineering and production.  Technologies of greatest interest to the Office of Naval Research for this BAA fall into two categories in regard to Spiral Development:  a) technologies that can be directly inserted into Naval acquisition programs due to technology maturity and open-system design of technology deliverables, and b) technologies that will mature through Spiral Development for Naval acquisition program insertion. 
Sea Trial is the Navy process of integrating emergent concepts and technologies, leading to continuous improvements in warfighting effectiveness and a sustained commitment to innovation.  It is based on the mutually reinforcing mechanisms of technology push, concept pull, and Spiral Development, integrated into an enduring process for transformation.  It puts the Fleet at the heart of innovation and provides a mechanism to more readily capture the fruits of its operational excellence and experimentation.  A basic premise of the Sea Trial concept is that new capabilities must be delivered to the fleet quickly and efficiently.  Both “direct insertion” and “Spiral Development” technologies described above will be transitioned through the Sea Trial process, including other appropriate experimentation venues.  

7.1  
KSA FNC Enabling Capabilities
The objectives of the FORCEnet Enabling Capabilities (ECs) are summarized below.  Each EC provides technology that enables Global Information Grid (GIG)
 implementation in compliance with DoD Directive 8100.1 of 19 September 2002, and co-evolve technology with development of tactics, techniques, and procedures through Sea Trial experimentation.  Paragraph 12 of Section I provides additional detail about each EC, including Goal exit criteria and metrics.  

· Net-Centric Enterprise Services (NCES) - Compliant Common Operational and Tactical Picture (COTP) and Decision Making  

· Automates processing of data to improve the speed and quality of planning and decision-making, provide Information Assurance (IA) technology that facilitates Joint and coalition information sharing (with “need to know” considerations), provide standard methods for identity management, and facilitate use of information at multiple security levels in an enterprise service open architecture.  The EC builds on the ONR NCES prototype project (eXtensible Tactical C4I Framework – XTCF) that is being transitioned to Navy Program Executive Officer C4I and Space (PEO C4I & Space) and Defense Information System Agency (DISA).  Technology developments in this area should also be congruent with the ONR-DISA co-funded User Defined Operational Picture (UDOP) initiative.  

· As a result of technology development, Sea Trial, and transition of the NCES-Compliant COTP and Decision Making EC, Navy and Marine Corps will receive software that implements GIG-compliant capability to plan and execute missions at the theater, operational, and tactical level.  

· Ship, Submarine, and Tactical Ground Vehicle Apertures for GIG Connectivity
· Provides technology that enables naval forces to use connectivity channels from VHF through Q-band in compliance with Software Compliant Architecture (SCA) afloat and in tactical operations ashore.  

· Enables naval forces to connect to the Transformational Communication System (TCS) of high-bandwidth, highly interconnected satellite communication (SATCOM).  

· As a result of technology development, Navy and Marine Corps acquisition programs will receive proven technology articles ready to be incorporated into new construction and backfit programs.  

· GIG-Compliant Networks  

· The GIG-Compliant Networks EC provides technology that enables naval forces to use connectivity channels from VHF through Q-band in compliance with Software Compliant Architecture (SCA) afloat and in tactical operations ashore.   It also enables naval forces to connect to the Transformational Communication System (TCS) of high-bandwidth, highly interconnected satellite communication (SATCOM). 

· As a result of technology development, Navy and Marine Corps will receive hardware and software that provides GIG-compliant connectivity and gives the operational and tactical commander control of networks with automated quality of service and adaptation to operational needs and casualties or environmental degradation.  Deliverables in FY06 and earlier extend the capabilities of Navy and Marine Corps networks to use line-of-sight in seamless combination with SATCOM.  

· ISR for Fleet and Force Protection
· Provides distributed, persistent surveillance capability for naval forces afloat and ashore.  This effort extends the previous S&T which led to a tactical UAV capability used by Special Forces in Operation Iraqi Freedom.  The current efforts will extend the capability to provide base, port, and convoy threat alerting and surveillance with significantly reduced manpower (from several people per sensor to 10’s of sensors per person).  It is also aligned to the CG(X) program, providing S-band capability for Theater Air and Missile Defense.  Program Executive Officer (PEO) Integrated Warfare System depends on ONR S&T to provide high volume search and precise targeting in a single S-band radar.  

· As a result of technology development, Navy and Marine Corps will receive tactically responsive surveillance capability to support Marine and Navy SOF, Mobile Inshore Undersea Warfare, and other units that go in harm’s way.  Emphasis is on supporting military operations in port areas, cities, straits, and other tactical-scale areas.  Navy Theater Air and Missile Defense will also receive core program capability: one radar that does the job of two, satisfying Anti-Air Warfare and Theater Ballistic Missile Defense (TBMD) requirements.
7.2
Technology Transition

ONR desires that capabilities funded as a result of this BAA should be capable of, and ready for, integration into current or planned Joint systems that the Navy and Marine Corps will use, using current or planned open standards and information architectures.  Capabilities aligned to the Global Information Grid (GIG) and FORCEnet architecture are the focus of this BAA.  

ONR expects to receive innovative technology proposals from offerors that are not familiar with GIG and FORCEnet.  All potential offerors are encouraged to submit proposals, even though the offeror cannot explain the plan for technology transition.  Innovative technology proposals that ONR considers transitionable will be seriously considered and if selected, ONR will provide assistance in shaping the technology transition.    

Additional background information about the KSA program is available at the ONR website at http://www.onr.navy.mil/KSA_FORCEnet.
8.   
Point(s) of Contact 

Questions of a technical nature shall be directed to the cognizant Science and Technical Point of Contact, as specified below.  

Mr. John Kuchinski

Program Officer 

Mathematical Computer & Information Science Division
Code ONR 311

Office of Naval Research

Ballston Centre Tower One, Room 607–7

800 North Quincy Street
Arlington, VA   22217-5660

Telephone Number:  (703) 696-0798

Facsimile Number:  (703) 696-2611

E-mail Address:  kuchinj@onr.navy.mil 
Technical questions shall be submitted in writing by electronic mail.  Questions and responses will be posted on the ONR web site; no e-mail response will be provided.  Questions presented by telephone call, fax message, or other means will not be responded to.  There will be no meetings between potential offerors and the Science and Technology Point of Contact.  
Questions of a business nature shall be directed to the cognizant Contracting Officer, as specified below:

Mrs. Vera M. Carroll

Acquisition Branch Head 
Contract and Grant Awards Management

ONR 0251

Office of Naval Research

Ballston Centre Tower One, Room 720

800 North Quincy Street
Arlington, VA   22217-5660

Telephone Number:  (703) 696-2610 
Facsimile Number:  (703) 696-0066

E-mail Address:  carrolv@onr.navy.mil 
9.  
Instrument Type(s)

It is anticipated that all awards resulting from this announcement will be contracts.  Therefore, all proposals submitted as a result of this announcement will fall under the purview of the Federal Acquisition Regulation (FAR) and the Defense Federal Acquisition Regulation Supplement (DFARS).  

10.  
Catalog of Federal Domestic Assistance (CFDA) Numbers

Not applicable.
11.  
Catalog of Federal Domestic Assistance (CFDA) Titles

Not Applicable.
12.  Additional Information

This BAA provides for a new phase of soliciting Science and Technology (S&T) projects under the KSA FNC Program.  Projects selected will be funded for FY 2005.  Each Enabling Capability described in paragraph 7.1 is comprised of one or more components.  The following paragraphs describe desired component technologies and provide examples of goal exit criteria for each technology.    

12.1 NCES-Compliant COTP and Decision Making Enabling Capability

Capabilities congruent with the NCES-Compliant COTP Decision Making EC consists of two component technology efforts: 
· Decision Support for Dynamic Target Engagement.   

· GIG Compliant Warfighter Information Management  

12.1.1 Decision Support for Dynamic Target Engagement 
Warfighter Capability Enhancements Sought
· Significantly decease time required to decide to engage a pop-up dynamic target (from approximately 40 minutes to less than 5 minutes).  

· Target engagement folder generation in the net-centric Service Oriented Architecture environment. 

· Decision tools to reduce manual processes with presentations designed to rapidly assimilate recommended actions.

· Tailored decision packages optimized for the appropriate user. 

· Final weapons engagement packages for the desired weapon(s). 

Representative goal metrics
The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 
· Number of dynamic targets planned for execution.  Goal: 300 to 500 dynamic targets per day prosecuted.  

· Decease time required to decide to engage a pop-up dynamic target. Goal: From 40 minutes to less than 5 minutes.  

12.1.2 GIG-Compliant Warfighter Information Management
Warfighter Capability Enhancements Sought
The end state capability will deliver actionable information for warfighter use that is timely and accurate and will focus on the warfighter’s mission.  There are three technology development components:  1) demand-centered cryptologic information, 2) improved maritime COTP that includes smart sensor management, and 3) tools for automated production of red force activity and intention information.  

1. Demand-centered cryptologic information is viewed as an initial step in providing Community of Interest services for Navy and Marine Corps warfighters.  This technology element of the NCES-Compliant COTP will provide fused intelligence information (including cryptologic, imagery, and Ground Moving Target Information) to warfighters, focused by area or activity of interest.  The information product will be guided by warfighter mission needs and will be more timely, more accurate, and more relevant than is possible with current capabilities.  Information will support kinetic and non-kinetic action.  It will incorporate blue force information management, improving the timeliness and validity of blue force data in the COTP.  It will also provide visibility into the coverage and delivery timeliness of intelligence and cryptologic capabilities for warfighter awareness and tasking potential.  
2.  Improved maritime COTP takes technology developed in the Demand-Centered Cryptologic component and addresses warfighter needs for a reliable Maritime COTP by enabling smart employment of tactical sensors in a way that complements intelligence coverage and fuses information from all sources to achieve timely, consistent information products.  Information sources will include tactical, theater, and national assets.  Improved maritime COTP will provide more timely and accurate detection, identification, tracking, and assessment.  It will allow the Navy and Marine Corps commander to coordinate the management, filtering, and fusion of information from tactical sensors, producing data on Blue, Red, and White
 battle space elements with fidelity and detail not attainable by present means.  
3.  Net-centric tools for automated production of red force activities and intentions. 
(a)  Algorithm development to enable automated situation and threat assessment for decision support.  Algorithms will deliver machine-based capability to reason about objects and events in the battlespace, by using knowledge of the commander’s intention and other relevant contextual information such as environment, doctrine, past behavior, and force capability.  Warfighters will be given 1) understanding of past battlespace and 2) the ability to anticipate possible battlespace activities in the future.     

(b)  In parallel with algorithm development, further information assurance technology development is needed to deny adversaries the ability to corrupt software, data and information on Naval networks both in storage and during transmission. 
(c)  Improvements in secure, distributed collaboration technology, coordinated with development of demand-centered cryptologic information capability (described above). This will result in secure dissemination of information across multiple coalition boundaries.  This capability ensures that FORCEnet will be secure from compromise and attack while facilitating joint and coalition interoperations.  It will enable novice system administrators to respond to attacks.  It will support coalition and Joint collaboration and COTP dissemination through bandwidth-limited, interruptible connections, in a multiple security level environment.  
Capabilities desired, and representative goal metrics -- please note that this section is set up somewhat differently than other EC descriptions
The following goal metrics are provided for the information of potential offerors.  In the list below, capability areas are suggested for each illustrative goal metric to guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Access and process all intelligence and cryptologic data to produce a dynamic, comprehensive battlespace picture.  Goal:  minimal constraints on new data types such as vehicle or personnel tracking information, types or numbers of tracking information types that can be published (for example, several hundreds of thousands of types of tracking information and numbers of entities tracked).    

· Automated Tools for consistent fusion/integration of measurement.  Goal:  track decision-level information across all sources, processes, and nodes – includes all-source geo-spatial and temporal registration, data contamination/integrity, and mathematical consistency confirmation.  

· Algorithms, technologies and strategies to aid/cue analyst/planner to focus on specific relevant data and information.  Goal:  50% improvement in analyst or planner ability to focus on relevant data and information.  
· Provide timely mensuration, targeting and tracking information to the command and control of kinetic and non-kinetic weapons grids.   Goal:  less than 20 minutes from the analyst’s decision to classify and release targeting information to the availability at command control function of weapon.  

· Provide capability to meet Combat Identification (CID) timeliness.  Latencies not to exceed limits for friend or foe identification, including fast attack aircraft.  Goal: globally available red and blue force information shared within one minute; probability of correct blue force identification is better than 0.99. 

· Automate and improve speed of employment of detection, recognition, and geo-location algorithms.  Goal:  Communities of Interest share six services within one minute; no service dropout during engagement.   

· Provide ISR system health & availability in real-time.  Goal: less than 10 minutes from publication of data to availability at subscriber interface.  

· Provide automated tracking correlation and management (elimination of dual tracks).  One illustrative goal might be 99% of tracks are correlated with less than 15% of correlations resulting in ambiguity or dual track.  A second illustrative goal might be 100% automated management of correlation process.  

· Security protocols operating with Type 1 cryptographic equipment that control information sharing that are capable of operation in 5 kHz channels.  Security protocols must be capable of utilizing and integrating with all data paths available based on permissions.   Goal: ability to function correctly under conditions that include service disruptions as long as 5 minutes.

· Automatic identity management and cross-domain recognition including identification across multiple network domains.  Goal:  ability for individual and computer process identity to be shared without human interaction across Navy, Marine Corps, Army, Air Force, and Department of Defense information domains at the same security level (Secure IP Router Network, for example).  

· No delivery of information to unauthorized recipients.  Goal: 100% assurance that information will not be delivered to unauthorized recipients. 

· Secure repository for sharing sensitive documents.  Goal: five coalition enclaves for information sharing on command ships, three enclaves on unit level ships, and the ability to establish an enclave within three hours and replicate information across Expeditionary Strike Group in less than 12 hours.  Capability must meet Type 1 cryptographic criteria.
· Secure real time instant messaging.  Goal:  Secret level instant messaging capability to individual ships and to Marine Corps organizations.  Capability must meet Type 1 cryptographic criteria.  
· Large scale control and relational framework.  Goal: ability to maintain tens of thousands of objects in the framework with no degradation in framework performance as number of objects increases.  

· Contextual reasoning.  Goal:  ability to automatically (less than one hour of human action required in 24 hours of operation) capture and maintain and update commander’s intention and other relevant information such as doctrine, behavior and force capability in digital form that can be operated upon by reasoning algorithms.   

· Capability to perform inferencing over bounded spatial, temporal, and abstract properties.  Inference engines to perform the diverse types of reasoning likely to be required in the management of battlespace information (e.g., logical, probabilistic, environmental, and conflict resolution).  Goal metrics: many thousands of numbers and types of states and variables, hundreds of hypotheses generated and automatically tracked without human intervention, more than half of the hypotheses generated arevalid.  
· Knowledge acquisition and discovery tools.  Automated support to capture recent and current evidence pertaining to battlespace activities including:  identity and tracks of hostile and neutral groups/units and entities, evidence of capabilities, assessment of past intentions, and environmental conditions.  Ability to represent uncertainty in the accumulated knowledge base.  Goal metrics:  many tens of thousands of rules, assertions, and judgments are contained in the developed knowledge base.  
· Knowledge source and representation tools.  Capability to rapidly author and confirm domain knowledge (e.g., movement models, dependency links, behavioral dependencies). Ability to translate knowledge bases into relevant probabilistic/linguistic representation.   Goal metric:  a few minutes to author knowledge source, 99% correctness in the quality of representation measured by past data with relation to ground truth. 
· Human machine collaboration.  Support to humans for comprehending, evaluating, and generating hypotheses.  Tools to mediate and control machine processes in support of mission goals and timelines in consideration of new evidence/analyses.  Goal metrics: 99.9% of decisions per unit time are correct, 99.9% correct adjustments are made to warfighter processes, ability to enter tens of thousands of new hypotheses.     

· Authenticity of data, information and software as they move securely from source to user.  Goal:  99.9% integrity of all data transmitted and received despite potentially high latency, low thru-put, and concatenation of multiple networks. 

· Access to shared resources is granted only to those currently authorized.  Goal: minimal (for example <5%) overhead for secure authorization to devices/resources of any size, class.  99% secure remote field-programmable devices, such as Crypto Modernization equipment.  
12.2 Ship, Submarine, and Tactical Ground Vehicle Apertures for Global Information Grid (GIG) Connectivity Enabling Capability

Warfighter Capability Enhancements Sought
· Multi-beam antenna systems to support UHF and L-band communications links.  Significant reduction in the number of UHF and L Band antennas topside on CVNs and small deck amphibious ships.
· Rugged, low cost "On-the-Move"(OTM) SATCOM antennas to support over-the-horizon communication requirements of USMC Expeditionary Maneuver Warfare Operations.

Capabilities desired, and representative goal metrics -- please note that this section is set up somewhat differently than other EC descriptions

The following goal metrics are provided for the information of potential offerors.  In the list below, capability areas are suggested for each illustrative goal metric to guide potential offerors in their descriptions of technology products they wish to offer for development.   
· Phased array Line of Sight UHF and L-band communications.  Goal: Multi-beam phased arrays that meet CV(X) RCS specification. Joint Tactical Radio System (JTRS) compliant send/receive capability for up to 20 transmit and 20 receive signals per phased array.  Incorporate techniques to reduce multi-tone inter-modulation products, and provide adaptive nulling of interfering signals.  Weight and cost are reduced by a factor of two when compared to separate antennas with comparable capabilities.  
· Low cost UHF and L-, X-, Ku-, K-, Ka-band satellite communications antennas.  Goal: Low cost multi-beam/multi-band arrays compatible with the off-road mission profiles of USMC tracked and wheeled communication platforms (High Mobility Multi-purpose Wheeled Vehicle cross-country mobility vehicles, expeditionary fighting vehicles, and high-mobility surface effect craft) and capable of operating OTM.  
12.3 Global Information Grid (GIG) - Compliant Networks Enabling Capability

The EC has four components: 

· High-Altitude Relay and Router Package and High Altitude Long Endurance Vehicle.

· Expendable Relay and Router.  

· Tactically Responsive Networks. 

· Optical Networks through the Marine Layer. 

12.3.1 High-Altitude Relay and Router Package and High Altitude Long Endurance Vehicle 

Warfighter Capability Enhancements Sought
Naval Forces require reliable, robust, high bandwidth networking capability and ISR range extension for the Carrier Strike Group, Expeditionary Strike Group, and expeditionary forces ashore that reduces the reliance on SATCOM.  The capability must provide FORCEnet network infrastructure for high altitude “tactical” layer connectivity to the Global Information Grid.  
The communications payload shall be configurable to provide a combination of the following: 
· Ku-band Radio Frequency (RF) Transmission and Reception Capability:   a minimum of three independently directed beams (objective is six), in both transmit and receive is required.  Each beam shall be capable of up to a composite of 45 Mbps in both transmitting and receiving directions, using one or more carriers.  It is desirable that the system be capable of supporting multiple transmission protocols, including both current and emerging “Software Compliant Architecture” (SCA) - compliant protocols.  System shall support links that, with respect to data rate, are symmetric (same data rate in both directions), asymmetric (different data rate in each direction), and broadcast.  Individual links shall be capable of operating in compliance with Tactical Common Data Link (TCDL), Rev F. specification.  All links shall be capable of supporting data transmitted using IP with TCP or UDP protocols as required.  
· VHF, UHF, and L-Band links:  These links must operate in frequency ranges currently used by DOD and projected for emerging JTRS implementations.  A minimum of four circuits shall be supported in each of the bands listed.   Links provided will be identified by the Government and shall include both waveforms currently used by Naval forces (e.g., Single Channel Ground and Air Radio System (SINCGARS), Enhanced Position Location Reporting System (EPLRS)) and new and emerging data waveforms to include the JTRS Wideband Networking Waveform. 

· Routing capability:  The payload shall include the ability to route IP data.  Data received in IP format over any link shall be capable of being routed over any other IP link connected to the payload.  

· Security: Must be capable of accepting an embedded Type 1 cryptographic capability.

· Repeater Capability: The payload must be capable of supporting a "repeater" or "relay" function for legacy narrowband data and voice.

A High Altitude Long Endurance (HALE) Vehicle is required for testing and experimentation with the High Altitude Relay and Router payload.  

· The HALE vehicle shall be capable of operating on station between 65,000 and 80,000 feet for minimum of 2 weeks, carry a radio-relay-router payload of 300 lbs or more, and provide 3kW of power to the payload.

· The threshold for on station time is 2 weeks, and the objective is one month. 

· The HALE vehicle must be able to maneuver so that it can launch and safely recover in winds of 10 kts or less (threshold) with an objective of 20 Kts, at the same location, be serviced and launched for a second mission within 24 hours.  A typical HALE mission would include launch and ascend to 65-80,000 feet, transit to a fixed station 200 nautical miles (nm) away, remain on station for one month (objective metric), and then return to launch site for recovery.  The fixed station would involve navigating between two points 20 nm apart.  

· The HALE vehicle must be compliant with applicable Federal Aviation Administration (FAA) Flight Regulations and be able to safely ascend and descend through FAA airspace and be recovered at the launch point. 

Representative goal metrics

The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Beyond Line Of Sight (BLOS) Connectivity. Goal: Greater than 65,000 ft airborne platform carrying relay/router payload operating 24 hours per day for one month on a station 200 nm away (300 lb payload requiring 3kW power).  Launch and recover at same point and turnaround for second mission within 24 hours.  
12.3.2 Expendable Relay and Router Package

Warfighter Capability Enhancements Sought
Naval Forces require expendable relay and router packages on autonomous air, ground, and sea surface vehicles, and at static locations implanted by expedient means.  Capability must be provided to relay narrowband legacy waveforms and to route data to and from multiple high altitude airborne assets (objective: up to three airborne assets if within the field of view of expendable relay and router) in order to provide multi-path redundancy for warriors.  The capability must support new features such as Blue Force Tracking.  Finally, network access for large ground, surface, sub-surface and airborne sensor grids within the battlespace must be provided.  
· Network radio relay and router capability that is small, rugged and expendable for tactical use.

· Capability to accept embedded Type 1 cryptographic equipment.
· Capability to autonomously configure relay to exploit available paths.  

Representative goal metrics
The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Highly portable relay for BLOS connectivity. Goal: Low cost expendable relay/routers for mobile forces in high blockage and attenuation environment deployed by air/sea/ground platforms (e.g., <$3K ea, operating up to 48 hrs).  UHF, VHF, and L-Band - capable network radios using Wideband Networking Waveforms, and other JTRS SCA-compliant waveforms.  

12.3.3 Tactically Responsive Networks

Warfighter Capability Enhancements Sought
The end state capability will be networks that fully support the information needs of operational and tactical warfighters.  Networks will implement GIG-mandated standards such as Internet Protocol version 6 to provide assured, timely exchange of information.  Networks will withstand cyber-attack and ride out these attacks while providing required service.  

Tactically Responsive Network components of the GIG-Compliant Networks Enabling Capability will be implemented in conjunction with the High-Altitude Relay and Router and the Expendable Relay and Router.  There are three technology development elements of the Tactically Responsive Networks component:  

1. Wireless Quality of Service-Based Routing (WQoSBR) is viewed as early work to build on the Intra-Battle Group Wireless Networking (IBGWN) capability used in the Joint Task Force Warrior Network initiative and FY04 FORCEnet Initial Prototype Demonstration.  The technology resulting from this effort will provide the transport, link, and physical systems that implement SCA design and also provides GIG End to End Assurance.  Technology will be capable of interfacing seamlessly with NCES-compliant Next Generation Command and Control (NGC2) capabilities being developed in the NCES-Compliant COTP and Decision Making EC.   

2. Command Control of Networks is a phased technology development providing both network and system management and also information assurance services for network and system management.  Co-developed with WQoSBR, C2 of Networks focuses on both network and system management and information assurance.  Delivers capability to ensure that warriors can utilize networks and the systems that use networks, with the same degree of ease that they use their weapons.   

3. Battlespace Robust Networking is considered the capstone of the Tactically Responsive Networks component, providing real-time capability to proactively manage networks in response to commander’s intent and emergent battlespace needs.  This technology element unifies WQoSBR and C2 of Networks to maximize the utility of available network and system assets.  It will also minimize the need for human interaction in configuring, monitoring, and controlling networks and systems by fully automating the management of networks.  It enables network and system management to take into account the natural and manmade network environment.   
Representative goal metrics
The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Future (JTRS and DOD Transformational Communication Architecture -- TCA) and legacy waveforms and red/black routing protocols. Goal: develop UHF, VHF, and L-Band- capable  network radios using Wideband Networking Waveforms, and other JTRS SCA-compliant waveforms.  

· Bridged use of Tactical Information Data Links (TADIL) and IP networks.  Goal: provide capability for TADIL data to be transmitted through IP networks with latency and jitter that conform to TADIL requirements.  Establish capability to format IP data for transmission through TADILs to IP and non-IP end user terminals.  

· Mobility between Combatant Commander Areas of Responsibility (AoR).  Goal: capability to establish and operate networks of up to 2,000 network nodes that can move at up to Mach 6 (for bidirectional weapon links).  These networks should be operated with no manual intervention at Network Operations Centers (NOCs) or node platforms.  Centralized management must be provided to set commander’s intent and allow crisis intervention in local management and decentralized management of up to 80% of nodes.  

· Intra-Area of Responsibility (AoR) Mobility.  Goal: capability to maximize packet delivery while minimizing overhead in a highly mobile environment.   Capability to change to a stable topology within tenths of a second after disruption of network connectivity.  No application sessions may be lost because of topology changes.  Full support of data, imagery, voice and video including teleconferencing within AoR on capable links and nodes. (VTC does not apply to weapons at Mach 6.)  Carrier Strike Group (CSG) and Expeditionary Strike Group (ESG) and USMC CONDOR can use all available assets (e.g., SATCOM, line of sight, relayed line of sight) OTM without experiencing routing loops or unbalanced link loading as a result of delayed routing information.  

· Commonality of network and system management picture.  Goal: 99.9% consistency afloat and ashore including tactical Marine units down to unit of engagement.  

· Reduced personnel for network and system management.  Goal: four or fewer individuals will be capable of effectively supporting the Component Commander’s requirements, including monitoring of up to 15 tactical shore and ship nodes in a 1,500 nm area, with knowledge base that enables them to troubleshoot and resolve up to 80% of all trouble tickets.  

· Interoperability with commercial networking products.  Goal: 100% interoperability with commercial network products and with designated current inventory products.  

· Scalable information assurance monitoring and control.  Goal:  scalability to hundreds of nodes using protocols that require less than 5% of available transmission capacity. 

· Completeness of IA coverage.  Goal:  more than 99% of information battlespace is monitored and controlled by IA protection capability.  
· Information Assurance protection robustness (Type 1 capable).  Ability to detect, identify, and develop descriptive attributes for both internal and external attacks
.  Goal: ability to detect and neutralize 100% of known and variant attacks in real time with less than an overall five percent rate of false alarms.  Automatic quarantine (including confirmation) within five seconds of network attack without disrupting operations and while completing recovery of affected nodes within five minutes. 

· Cryptographic capability remotely controlled.  Goal:  capability to establish and operate real-time remote secure management and control over tens of thousands of High-Assurance IP Encryption (HAIPE) and Crypto Modernization devices across joint, naval, and coalition networks.  

· Proactive network and system management capability.  Capability to predict and affect changes in topology, data rate, and configuration without human intervention.  Goal: capability to predict near-term network topology from current COTP information without manual assistance.   Automatic reconfiguration of network devices and systems will be initiated within five seconds of predicted change in needs to produce a stable network topology with the necessary functionality within 10 seconds.  Ability to utilize multiple transmission paths to maintain connectivity, for example, four directional antennas with four different wave forms, to ensure 99.9% effective use of available capacity.

12.3.4 Optical Networks through the Marine Layer

Warfighter Capability Enhancements Sought
Reliable LOS networking capability among surface, ground, and air platforms using optical communications technology.  
Optical Communications system with terminals suitable for Naval surface, ground and air platforms.  Terminals will support data rates within the marine layer that are on the order of 100 Mbps at ranges to be specified.  Recent developments suggest a reassessment of the role of optical communications in the marine environment.  Further, development is contingent on successful systems analyses conducted in FY05.  Potential offerors should suggest technology approaches for system concept development at this stage.
Representative goal metrics
The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Connectivity in fading and ducting environment. Goal: Greater than 100 Mbps transmission capacity with highly robust coding and very narrow (three degree or less) beam-widths.  Additional metrics will be developed by the government in a FY05 system analysis that will utilize requirements from the GIG Transformational Communication Architecture.  
12.4 Intelligence, Surveillance, and Reconnaissance (ISR) for Fleet and Force Protection Enabling Capability

The ISR for Fleet and Force Protection EC is focused on delivering the capability to provide persistent area surveillance over selected regions by means of groups of cooperating small UAVs (<10 ft wingspan) with approximately 10 hours flight duration or longer.  
Warfighting Capability

The warfighting capability desired is persistent surveillance of (and indications and warning for) task forces, ports, bases, targets and critical infrastructure.

This includes the development of a control, sensor, and processing open architecture which enables best-of-breed control, sensor, communications, and processing software to be integrated into system packages for a variety of missions and platforms.  Integration of advanced sensors across the spectrum of video, electro-optic (EO) and infrared (IR), Synthetic Aperture Radar (SAR), inertial, communications, and similar capabilities into functional packages are also of interest. Another area of interest is development of highly agile control software and hardware (i.e., components packaging) that 1) enable versatile application of scalable groups of small UAVs to a variety of persistent surveillance missions and 2) reduce manpower requirements for control and hardware footprint.  In addition, development of automated sensor processing technology to be applied on-board the UAV or at other locations.  The desired effect of this sensor processing technology is to reduce human workload and enhance situation awareness through cueing and automation.  Included in this is use of autonomy, self-cooperation, and self-tasking of sensors and platforms.  The ability to integrate ground, surface, and undersea sensors into the network of sensors is desirable.  Highly desired capabilities include:  
· Autonomous launch and recovery.  

· Automated processing to provide cueing/ID/self-tasking.  

· New miniature sensors that provide a variety of sensing modalities.

· Highly compact integrated electronics for control, processing and transmission.

· Control Architectures that enable multiple types of unmanned platforms to be operated from a common control station and “Best-of-Breed” functional software to be easily implemented.  
Representative goal metrics

The following goal metrics are provided for the information of potential offerors.  These illustrative goal metrics should guide potential offerors in their descriptions of technology products they wish to offer for development. 

· Autonomous support for convoy or defended area.  Goal: As many as 10 UAVs can autonomously patrol a route or area, automatically re-optimizing coverage in case of UAV or sensor casualty.  Self-tasking capability should be based on rules and level one fusion algorithms.  Initial focus is on base, convoy, and port surveillance and security with no more than one or two operators being required for periodic control and monitoring.

· Sensor network scalability. Goal: Sensor network architecture scalable to thousands of nodes with schema to ensure low latency (e.g., < 10 sec) from sensor to processing hub.  

II. AWARD INFORMATION 

The Office of Naval Research plans to award multiple technology development contracts that represent the best value to the Government in accordance with the evaluation criteria set forth in this announcement.  The Office of Naval Research is seeking participants for this program that are capable of designing, developing, supporting experimentation with, and transitioning to Naval acquisition programs, the capabilities required to achieve the goals described in this announcement.  Offerors have the opportunity to be creative in the selection of the technical processes, either commercial or DoD practices, that best suit their approach. 
The Office of Naval Research plans to fund development contracts with a combination of Applied Research funds (Budget Category 6.2) and Advanced Development funds (Budget Category 6.3A).  ONR anticipates a budget of  approximately $20,000,000.00 and expects to make 10-15 awards.  Proposed work should be structured to have a base performance period of twenty-four (24) months or less with the possibility of two (2) one-year options that extend beyond the initial performance period.  The performance period should be no more than four (4) years.
III.  ELIGIBILITY INFORMATION

All responsible sources from academia and industry may submit a proposal, which shall be considered by the Agency.  Historically Black Colleges and Universities (HBCU) and Minority Institutions (MI) are encouraged to submit proposals and join others in submitting proposals. However, no portion of this BAA will be set aside for HBCU and MI participation due to the impracticality of reserving discrete or severable areas of KSA FNC technology for exclusive competition among these entities.  Only U.S. owned and U.S. based firms/academia will be considered for prime contract award under this announcement.  
Independent organizations and teams are encouraged to submit proposals in any or all areas.  However, Offerors must be willing to cooperate and exchange software, data and other information in an integrated program with other contractors, as well as with system integrators selected by ONR.

IV.  
APPLICATION AND SUBMISSION INFORMATION

1.   
Application and Submission Process   

(A)  
White Papers:  White Papers are required prior to submitting a full proposal.  The due date for white papers is no later than 2:00 p.m. (local time) on Friday, 28 May 2004.  Each white paper should state that it is submitted in response to this announcement.  This initial evaluation will indicate whether an offeror has been selected to make an oral presentation of its white paper to a panel of government evaluators.  The process for oral presentations is described below.  Oral presentations will be scheduled for those offerors who have been notified by e-mail that their proposed technologies appear to be of “particular value” to the Navy.  Selection of white papers considered as being of “particular value” will be announced on or about Friday, 18 June 2004.  However, any such encouragement does not assure a subsequent award.  Those white papers not selected for oral presentations will not be considered further under this announcement.   

(B) 
Oral Presentations:  Offerors whose white papers are selected for oral presentations will be invited by e-mail not less than five working days prior to the commencement of the oral presentation event.  This event is tentatively planned for the week of 28 June 2004.  A detailed format for the presentation will be provided in the e-mail invitation.  Each presentation will be no longer than twenty (20) minutes in duration.  An additional ten (10) minutes will be allowed for questions (if any) from the panel of government reviewers.  Following oral presentations, offerors will be notified by e-mail regarding the Navy’s  response to their oral presentation.  Those offerors whose technology is still considered as having “particular value” to the Navy will be encouraged to submit detailed technical and cost proposals.  However, such encouragement after oral presentations does not assure a subsequent award.  Full proposals will not be considered under this BAA unless both a white paper was received by the due date specified above and a presentation made during the Oral Presentation event.  The evaluations provided after the white papers and oral presentations should give offerors some indication of whether a later full proposal would likely result in an award.  Evaluations of oral presentations and subsequent encouragement to submit full proposals will be completed on or about Friday, 09 July 2004.   

(C) 
Full Proposals:  The due date for receipt of full proposals is 2:00 p.m. (local time) on Friday, 13 August 2004.  It is anticipated that final selections will be made on or about Monday 30 August 2004.  As soon as the final proposal evaluation process is completed, each offeror will be notified via e-mail of its selection or non-selection for an award.  Proposals exceeding the page limit may not be evaluated.

2.  
Content and Format of White Papers/Full Proposals 

The white papers and full proposals submitted under this BAA are expected to be unclassified; however, confidential/classified proposals are permitted.  The proposal submissions will be protected from unauthorized disclosure in accordance with FAR 15.207, applicable law, and DoD/DoN regulations.  Offerors are expected to appropriately mark each page of their submission that contains proprietary information.  The proposal shall include a severable, self-standing Statement of Work, which contains only unclassified information and does not include any propriety restrictions.  Contracts awarded under this announcement will be unclassified.
(A) White Papers 
The white paper submission should include those items identified in the paragraph below entitled “White Paper Content” and should not exceed the ten (10) page limitation.  White papers exceeding any of the page restrictions may not be reviewed.  White papers sent by fax or e-mail will not be considered.  
White Paper Format
· Paper Size – 8.5 x 11 inch paper

· Margins – 1” inch 

· Spacing – single or double-spaced

· Font – Times New Roman, 12 point

· White papers are limited to ten (10) pages in length, as described below in the “White Paper Content” section.
· Copies – one (1) original, ten (10) hard copies, and one electronic copy on a ZIP Disk or CD-ROM, (in Microsoft( Word or Excel 97 compatible or .PDF format).

· Hard copies are to be fastened with a binder clip or paper clip. Staples and other forms of binding should not be used.  Pages should not be perforated with holes of any kind.  

White Paper Content
· Cover Page: The Cover Page shall be labeled “WHITE PAPER” and shall include the BAA number, proposed title, Enabling Capability addressed, technical points of contact, with telephone number, facsimile number, and e-mail address.  This shall be one (1) page only.  

· Abstract: A very brief description of the technology including goals and objectives, and technology gaps to be addressed.  This section shall be no more than one (1) page.  

· Technical Concept: A description of the technology innovation, the FORCEnet capabilities addressed (described in Section I paragraph 12), and technical risk areas.  This section may be five (5) pages or fewer.  

· Operational Naval Concept:  A description of the project objectives, the concept of operation for the new capabilities to be delivered, and the expected operational improvements.  This section shall be no more than one (1) page in length.  

· Deliverables:  Deliverables to be available for demonstration or other appropriate experimentation, and final project deliverables shall be specifically described, including a description of proprietary components and an assertion of data rights applicable to the deliverable.  This section shall be no more than one (1) page in length.  

· Costs:   A one (1) page summary of costs segregated by both task and year.  The task breakout should enable the Government to determine which portion of the technology development costs are attributed to (1) the costs related to attaining the claimed Naval Transformation Objective through development of the proposed technology deliverable, (2) the S&T project costs for technology integration into Naval systems’ Spiral Development, and (3) the costs related to demonstration or other appropriate experimentation activities.  Within the task summary there should be a top-level segregation of the loaded costs attributed to labor, material, and facilities (if applicable) for each task.  A statement should also be made under each task in which the use of government facilities is proposed.  This section shall be no more than one page.  

(B) 
Full Proposals
The proposals submitted in response to this BAA are expected to be unclassified.  However, confidential/classified proposals are permitted.  The proposal submissions will be protected from unauthorized disclosure in accordance with FAR 15.207, applicable law, and DoD/DoN regulations.  Offerors are expected to appropriately mark each page of their submission that contains proprietary information.  Full proposals submitted by facsimile or e-mail will not be considered.  
Full Proposal Format – Volume 1 (Technical Proposal) and Volume 2 (Cost Proposal)

· Paper Size – 8.5 x 11 inch paper

· Margins – 1 inch 

· Spacing – single or double-spaced (14 point minimum)

· Font – Times New Roman, (11 point minimum)

· Collated copies – each copy and the original should be complete and should be fastened together with binder clips.  Staples and other forms of binding should not be used.  Pages should not be perforated with holes of any kind.  

· Enclosures -- Each copy and the original should be free of any notebook or other enclosing material.  

· Number of Pages – Volume 1 is limited to no more than 30 pages.  Volume 2 has no page limitations.  Limitations within sections of the Technical Proposal are indicated in the individual descriptions shown below.  The cover page, table of contents, abstract, executive summary, and resumes are excluded from the page limitations.  Full Proposals exceeding the page limit may not be evaluated.

· Copies – one (1) original, 10 copies, and one electronic copy on a CD-ROM in either Microsoft compatible or Adobe “.pdf” format.

Full Proposal Content for Volumes 1 and 2
Volume 1: Technical Proposal

Volume 1 of the Full Proposal shall include the following sections, each starting on a new page.  Sections not included in the page limitations are annotated below.  Please pay attention to the page limitations for each section as described below.   
1) Cover Page:  (Not included in page limitations.) This should include the words “Technical Proposal” and the following:

a) BAA number;
b) Title of Proposal;
c) Enabling Capability to which the proposal is applicable and component of the enabling capability if the proposal is limited to an EC component;
d) Identity of prime Offeror and complete list of subcontractors, if applicable;
e) Technical contact (name, address, phone/fax, electronic mail address);
f) Administrative/business contact (name, address, phone/fax, electronic mail address); and 
g) Duration of effort and gross proposed cost by government fiscal year (differentiate basic effort and any options).
2) Table of Contents:  (Not included in page limitations.)

3) Abstract: (One (1) page and not included in page limitations.) A brief description of the proposal including goals and objectives, and technology gaps to be addressed.

4) Executive Summary: (Five (5) page maximum and not included in page limitations.)  A brief summarization of the proposal including the primary areas described below.  Emphasis is on the technology, FORCEnet S&T gaps to be filled, Spiral Development, integration, transition, and relation to other current programs.  Finally, a brief statement why your organization would provide the best value to the government for the particular project.

5) Naval Capability Summary:  (Two (2) pages)  Summarize the Naval Capability that your technology development will provide.  Describe how the technology is “game changing” by comparison with technologies currently used.  Relate the capability to Department of Defense transformation, and specifically to the Global Information Grid.  State the warfighter needs to which the technology development is responsive, and the source of the need statement.  

6) Concept of Operation for the Navy:  (Two (2) pages)  A summary of the way in which the proposal’s product(s) would support the Navy in an operational context.  Include quantitative specifications for how the products will improve specific naval capabilities.  Relate concept of operations to experimentation (how you would propose to co-evolve tactics, techniques, and procedures).
7) Statement of Work:  (Five (5) or more pages)  A Statement of Work  (SOW) clearly detailing the scope and objectives of the effort and the technical approach.  It is anticipated that the proposed SOW will be incorporated as an attachment to the resultant award instrument.   To this end, such proposals must include a severable self-standing SOW without any proprietary restrictions, which can be attached to the contract award.  Include a detailed listing of the technical tasks/subtasks organized by year.  Relate the product that results from the task/subtask, and make reference to metrics that will be met as a result of the task/subtask.  

8) Project Schedule and Milestones:  (One (1) page)  A summary of the schedule of events and milestones, with demonstration, Sea Trial or other appropriate experimentation) milestones clearly indicated.

9) Assertion of Data Rights: (One (1) page)  Include here a summary of any proprietary rights to pre-existing results, prototypes, or systems supporting and/or necessary for the use of the research results, and/or prototype.  Any data rights asserted in other parts of the proposal that would impact the rights in this section must be cross-referenced.  If there are proprietary rights, the Offeror must explain how these affect its ability to deliver research data, subsystems and toolkits for integration.  Additionally, Offerors must explain how the program goals are achievable in light of these proprietary limitations.  If there are no claims of proprietary rights in pre-existing data, this section shall consist of a statement to that effect.

10) Deliverables:  (One (1) or more pages) A detailed description of the results and items to be delivered, including experimentation articles for use in Sea Trial or other appropriate experimentation.  The deliverable that will be transitioned into Naval acquisition programs shall be clearly specified.  The Technology Transition Agreement (TTA) shall be listed as a deliverable due sixty (60) days after kickoff.  The government Program Officer and the government Acquisition Office will collaborate with the contractor in TTA compilation.  TTA updates shall be listed as annual deliverables with the final TTA update listed as deliverable not later than ten (10) months prior to completion of the effort.  Reports and technical items resulting from meetings shall be listed as deliverables (see Section VI, paragraph 2 for required reports and meetings).  

11) Operational Utility:  (Two (2) or more pages)  A detailed plan for assessing the operational utility of the key products of this effort during demonstration or other appropriate experimentation.  The offeror should provide specific information about their approach to data collection and military effectiveness/usefulness analysis in the context of experimentation hypotheses.  Exit criteria should be stated in this section, and your plan should detail deliverables and how they meet exit criteria.  

12) Integration Plan:  (Two (2) pages)  Description of the plan for laboratory tests leading to integration with other technology components such as technologies emerging from KSA FNC Block 1/2 efforts, and technology components of Naval acquisition programs.

13) Transition Plan:  (Two (2) pages, optional)  The Transition Plan is an optional element of the Full Proposal.  Failure to include a transition plan will not be considered as a negative factor in evaluation of the full proposal.  If the offeror chooses to include a transition plan, it should include Transition Risk Reduction Plan to ensure that products can transition to a system acquisition program.  As noted in Section I, paragraph 6.1, direct transition to Naval acquisition programs is an alternative to Spiral Development.  If the offeror is suggesting direct transition, the direct transition should be described.  The offeror’s plan to use Sea Trial or other appropriate experimentation should be included. 

14) Qualifications:  (Two (2) pages)  A discussion of previous accomplishments and work in this, or closely related, areas, and the qualifications of the investigators.  Key personnel resumes shall be attached to the proposal and will not count toward the page limitations.  Endorsements will not count toward the page limitations.  
15) Management Plan:  (Two (2) pages)  The management plan should show the significant milestones of the technology development process.  It should show Operational Utility assessment events.  The management plan should show a milestone for Technology Transition Agreement finalization and milestones for updates to be provided annually or as required.  It should include obligation to provide reporting (Section VI, para 2) and support meetings (Section VII, para 3).   The transition date will be clearly identified in the Management Plan.

16) Other Agencies:  (One (1) page maximum and not included in page limitations.)  Include the name(s) of any other agencies to which the proposal has also been submitted.

Volume 2: Cost Proposal

The cost proposal shall consist of a cover page and two parts.  Part 1 will provide a detailed cost breakdown of all costs by cost category and by calendar or fiscal year, and Part 2 will provide a cost breakdown by task/sub‑task using the same task numbers in the Statement of Work.  Options must be separately priced.  There is no page limitation on the cost proposal.
· Cover Page:  The use of the SF 1411 is optional.  The words “Cost Proposal” should appear on the cover page in addition to the following information:

1) BAA number;
2) Title of Proposal;
3) Identity of prime Offeror and complete list of subcontractors, if applicable;
4) Technical contact (name, address, phone/fax, electronic mail address);
5) Administrative/business contact (name, address, phone/fax, electronic mail address);
6) Duration of effort (differentiate basic effort and any options); and 
7) Summary statement of proposed costs.
· Part 1:  This part shall contain a detailed breakdown of all costs by cost category by calendar or fiscal year.  The following costs shall be included:

1) Direct Labor – Individual labor category or person, with associated labor hours and unburdened direct labor rates.

2) Indirect Costs – Fringe Benefits, Overhead, G&A, COM.  (Must show base amount and rate.)

3) Proposed contractor‑acquired equipment such as computer hardware for proposed research projects should be specifically itemized with costs or estimated costs if being processed as a direct cost.  An explanation of any estimating factors, including their derivation and application, shall be provided.  Please include a brief description of the offeror's procurement method to be used.  (Note: contractor-procured equipment is allowable as a direct cost only in limited circumstances.)  
4) Proposed government-furnished equipment or facilities such as satellite transmission time, use of ships, aircraft, or submarines in demonstration or other appropriate experimentation, or use of Naval laboratory or test facilities.

Equipment and facilities generally must be furnished by the contractor/recipient.  Justifications must be provided when Government funding for such items is sought.

5) Travel – Number of trips, number of days per trip, departure and arrival destinations, number of people, etc.

6) Subcontract – A cost proposal as detailed as the offeror’s cost proposal will be required to be submitted by the subcontractor.  The subcontractor’s cost proposal can be provided in a sealed envelope with the offeror’s cost proposal or will be requested from the subcontractor at a later date.

7) Consultant – Provide consultant agreement or other document which verifies the proposed loaded daily/hourly rate.

8) Materials should be specifically itemized with costs or estimated costs.  An explanation of any estimating factors, including their derivation and application, shall be provided.  Please include a brief description of the Offeror's procurement method to be used.

9) Other Directs Costs.

10)  The Offeror's proposal Fee/Profit including fee percentage. 

· Part 2:  This part shall contain cost breakdown by task/sub‑task using the same task numbers identified in the Statement of Work.  When options are contemplated, options must be separately identified and priced by task/sub-task corresponding to the same task numbers in the Statement of Work. 

3.  
Significant Dates and Times

Significant dates and times associated with this BAA are show in the table below. 

	Schedule of Events* 

	Event
	Date 
	Time       

(Local Time)

	White Papers Due Date
	Friday, 28 May 2004
	1400

	Notification of Initial Navy Evaluation  of White Papers
	Friday, 18 June 2004
	1600

	Oral Presentation of White Papers
	Week of 28 June 2004
	To Be Determined

	Notification of Navy Evaluation of Oral Presentations
	Friday, 16 July 2004
	-

	Full Proposals Due Date
	Friday, 13 August 2004
	1400

	Notification of Selection for Award 
	Monday, 30 August 2004
	-

	Contract Awards 
	December 2004 thru January 2005
	-


*Subject to Revision

4.   
Submission of Late Proposals 

Any proposal, modification, or revision, that is received late at the designated Government office after the exact time specified for receipt of proposals is “late” and will not be considered unless it is received before award is made, the contracting officer determines that accepting the late proposal would not unduly delay the acquisition AND: 

(a) If it was transmitted through an electronic commerce method authorized by the announcement, it was received at the initial point of entry to the Government infrastructure not later than 5:00 p.m. one working day prior to the date specified for receipt of proposals; or

(b) There is acceptable evidence to establish that it was received at the Government installation designated for receipt of proposals and was under the Government’s control prior to the time set for receipt of proposals; or

(c) It was the only proposal received.

However, a late modification of an otherwise timely and successful proposal, that makes its terms more favorable to the Government, will be considered at any time it is received and may be accepted.

Acceptable evidence to establish the time or receipt at the Government installation includes the time/date stamp of that installation on the proposal wrapper, other documentary evidence of receipt maintained by the installation, or oral testimony or statements of Government personnel.

If an emergency or unanticipated event interrupts normal Government processes so that proposals cannot be received at the Government office designated for receipt of proposals by the exact time specified in the announcement, and urgent Government requirements preclude amendment of the announcement closing date, the time specified for receipt of proposals will be deemed to be extend to the same time of day specified in the announcement on the first work day on which normal Government processes resume.

The contracting officer must promptly notify any offeror if its proposal, modifications, or revision was received late, and must inform the offeror whether its proposal will be considered.

2.  
Address for the Submission of White Papers, Oral Presentation Material, and Full

Proposals 

Offerors shall make submissions to the Office of Naval Research at the address specified below:

Office of Naval Research

Ballston Centre Tower One

Attn:  Mr. John Kuchinski ONR 311

Room 607-7

800 North Quincy Street

Arlington, VA  22217-5660

Telephone Number:  (703) 696 - 0798

NOTE:  WHITE PAPERS OR PROPOSALS SENT BY FAX OR E‑MAIL 
WILL NOT BE CONSIDERED.

V. 
EVALUATION INFORMATION 

The Office of Naval Research plans to award one or more technology development contracts for the Enabling Capabilities described in Section I, paragraph 7 depending on their value to the Government in accordance with the evaluation criteria listed below.  The following evaluation criteria apply to white papers, oral presentations, and proposals.  Selection will be made through a decision process considering the evaluation factors listed in priority order in paragraphs 1.1 through 1.4, below.  Even though cost is of less importance than the technical factors combined, it will not be ignored.  The degree of its importance will increase with the degree of equality of the proposals in relation to the other factors on which selection is to be based, or when the cost is so significantly high as to diminish the value of the technical superiority to the Government.  The sub-criteria, i.e., the “bullet” items within each of the numbered paragraphs, are of equal importance.  
1.  
Evaluation Criteria 

1.1  
Capability Delivered to Naval Forces

· Description of military capability proposed for development, and the ability of the technology to fully deliver either: a) the complete Enabling Capability described in paragraph 6.1.1 and following, or b) a complete component of an Enabling Capability.  

· Objectives of proposed technology development are realistic and well connected to an operational concept.  Proposals should show support for new capabilities to be delivered and the expected operational improvements. 
· Clear and convincing relationship to Sea Power 21 future-oriented concepts of operations.  

1.2 
Strength of Technology Proposal 

· Emphasis on one EC described in Section I, paragraph 6.1 of the BAA is required.  Potential offerors who wish to propose development for more than one EC should submit individual proposals for each EC.  

· The technical solution is clearly related to the naval force capability that will be delivered.

· Cross-cutting, integrated capabilities that provide complete EC capability.  

· Entry level technology readiness level may be low.  The proposal will show clearly how the proposed S&T investment will result in a deliverable that is suitable for the requirements of the transition target.  The proposed deliverable will normally be a prototype capability at or near planned operational system capability with an actual prototype being evaluated in the operational environment, (Technology Readiness Level (TRL) Level 7).  The proposed deliverable may be a representative model or prototype system to be tested in a relevant environment.  

1.3  
Management Plan

· Management Plan will not be an evaluation criterion with regard to white papers.  Plan is presented in milestone format with succinct factual descriptions of how achievement of milestones is managed.  

· Relationship between cost and milestone achievement is clear.  

· Estimate of technical, cost, and schedule risk is stated plainly with risk management plan provided.  

· Understanding of Office of Naval Research reporting requirements is demonstrated in the Management Plan.  

· Staff and experience of proposed Principal Investigator is consistent with the work proposed.  

1.4  
Defensibility/Realism of the Estimated Costs 

· Costs of technology development are clearly stated, with easily understood linkage to the Enabling Capabilities and Naval Transformation objectives. 

· Costs are clearly identified/segregated to show which portion of the technology development is attributed to (1) the S&T project costs for technology integration into Naval systems’ Spiral Development and (2) costs related to demonstration or other appropriate experimentation activities. 

· Costs of contractor facilities or facilities the Offeror desires to have furnished by the government (such as satellite transmission time, the cost of operating ships, submarines, or aircraft, or of using government laboratories) are clearly identified and separated from technical labor and materials.  Facility costs should include leased facilities used for demonstration or other appropriate experimentation activities.

· Extent that proposed total project amount is reasonable and realistic for the proposed work. 
Industry-Academia Partnering – ONR highly encourages partnering between industry and academia with a view toward speeding the incorporation of new science and technology into fielded systems.  Proposals that utilize industry-academic partnering which enhances the development of novel S&T advances will be given favorable consideration.

Industry or Academia-Government Partnering - ONR highly encourages partnering among Industry or Academia and Government with a view toward speeding the incorporation of new science and technology into fielded systems.  Proposals that utilize Industry-Government or Academia-Government partnering which result in enhancements of novel S&T, will be given favorable consideration.  Offerors proposing to partner with Government Laboratories or Federally Funded Research and Development Centers (FFRDCs) should provide the "partnering proposal" from the Government or FFRDC entity with its proposal.  However these partnering proposals must be “segregatable” from the Industry or Academia main proposal since ONR will fund these partnering proposals directly.   As such, Industry/Academia cost proposals should not include any direct costs or pass-through fees (indirect costs or fixed fee) associated with the partnering proposal from the Government Laboratory or FFRDC.
Socio-Economic Merits - For proposed awards to be made as contracts to large businesses, the socio-economic merits of each proposal will be evaluated based on the extent of the Offeror’s commitment in providing meaningful subcontracting opportunities for small businesses, small disadvantaged businesses, women-owned small businesses, HUBZone small businesses, veteran-owned small businesses, service disabled veteran owned small businesses, historically black colleges and universities, and minority institutions.  

2.  
Evaluation Panel 

Technical and cost proposals submitted under this BAA will be protected from unauthorized disclosure in accordance with FAR 3.104-5 and 15.207.  Potential offerors should understand that government technical experts drawn from the Naval operational community, Office of Naval Research, the Naval systems commands, Navy warfare centers, the Naval Research Laboratory (NRL), and other Naval and Defense activities/agencies will evaluate the white papers, oral presentations, and full proposals.  All government personnel participating in the evaluation process will be bound by appropriate non-disclosure agreements (NDA) to protect proprietary and source-selection information.  
Naval operational community members of the evaluation team will include U.S. Fleet Forces Command representatives, including Naval Network Warfare Command, Navy Warfare Development Command, and Marine Corps Concept Development Command, as well as representatives from the Office of the Director of FORCEnet (N6/7) on Navy staff and Headquarters Marine Corps (HQMC C4).  These operational community members of the team are being selected for their demonstrated expertise in Science and Technology.  The evaluation comments of these participants will have strong weight in the process of selecting FORCEnet Science and Technology projects.  Cost proposals will be evaluated by Government business professionals.

The Government may use selected support contractor personnel as subject-matter expert technical consultants to assist in providing both technical expertise and administrative support regarding white papers, presentations, and full proposals ensuing from this announcement.  Similarly, support contractors may be utilized as subject-matter experts in the evaluation of cost proposals.  However, proposal selection and award decisions are solely the responsibility of Government personnel.  Each support contractor’s employee having access to technical and cost proposals submitted in response to this BAA will be required to sign a non-disclosure statement prior to receipt of any proposal submissions.  

VI.  
AWARD ADMINISTRATION INFORMATION
1.      Administrative Requirements 

· The North American Industry Classification System (NAICS) code – The North American Industry Classification System (NAICS) code for this announcement is 541710 with a small business size standard of 500 employees. 

· CCR - Successful Offerors not already registered in the Central Contractor Registry (CCR) will be required to register in CCR prior to award of any grant, contract, cooperative agreement, or other transaction agreement. Information on CCR registration is available at http://www.onr.navy.mil/02/ccr.htm or by calling 1-888-227-2423. 

· Certifications – Proposals should be accompanied by a completed certification package which can be accessed on the ONR Home Page at Contracts & Grants.  For contract proposals the certification package is entitled, "Representations and Certifications for Contracts".

· Subcontracting Plans - Successful contract proposals that exceed $500,000.00, submitted by all but small business concerns, will be required to submit a Small Business Subcontracting Plan in accordance with FAR 52.219-9, prior to award. 

2.   Reporting – In the execution of work awarded under this BAA, the Principal   Investigator will be responsible for providing: 
1) Detailed Execution Plan:  This plan shall contain month-by-month details of task execution for the current year, and quarterly details for subsequent years.  When the work is within one (1) year of completion, the plan shall contain month-by-month events that are reportable in the monthly report to enable the Office of Naval Research spike leader to provide required status information.  The detailed execution plan shall contain detailed cost information concerning labor, travel, and other direct costs.  In the execution year, monthly cost breakout shall be provided and the Principal Investigator shall monitor costs on a monthly basis to ensure the project is within ten percent of planned expenditure: reporting any breach of the ten percent criterion.  When the work is within one year of completion, the Principal Investigator shall monitor costs to within one percent of planned expenditure and report any deviation from the one percent criterion.  The Office of Naval Research spike leader shall accept the plan for execution by the Principal Investigator when it is satisfactory.  A revised detailed execution plan shall be submitted each year prior to 1 August, if required by the Office of Naval Research spike leader.  

2) Quarterly Report:  The Principal Investigator shall provide a quarterly report of project execution to the Office of Naval Research spike leader.  The Principal Investigator shall ensure the report is provided to (and has input from, as appropriate) the technical team, a representative from the acquisition program that is expected to transition technology, a fleet or Sea Trial (or other appropriate experimentation) representative, and others who have substantive interest in the project.  The quarterly report shall summarize operationally significant experimentation events and tests conducted during the quarter, and planned for the upcoming quarter.  The quarterly report shall provide a “quad chart” in the format specified by the Office of Naval Research spike leader, suitable for presentation of project accomplishments to higher authorities.  The quarterly report shall incorporate requirements stated below for the monthly report, for the month in which it is submitted.  

3) Monthly Report:  The Principal Investigator shall submit monthly reports by the Thursday prior to the first Monday of the month.  The report shall state the status of financial and technical execution with reference to the Detailed Execution Plan.  In the event there are breaches of reporting requirements (for example, a scheduled event was not met or expenditure varied from plan to a reportable degree), the Principal Investigator shall provide a remediation plan for approval by the Office of Naval Research spike leader.  

4) Sea Trial (or other appropriate experimentation) Activities Report:  The Principal Investigator shall prepare an Activities Report that provides findings and recommendations following each Sea Trial or other appropriate experimentation event in which the project participates. 

VII.   
OTHER INFORMATION

1.  
Government Property/Government Furnished Equipment (GFE) and Facilities

Offerors are expected to provide all facilities (equipment and/or real property) necessary for the performance of the proposed effort.  Otherwise, an offeror must provide a very specific description of any equipment/hardware that it needs to acquire to perform the work.  This description should indicate whether or not each particular piece of equipment/hardware will be included as part of a deliverable item under the resulting award.  Also, this description should identify the component, nomenclature, and configuration of the equipment/hardware that it proposes to purchase for this effort.  It is the Government’s desire to have the contractor purchase the equipment/hardware for deliverable items under the contract.  The purchase on a direct reimbursement basis of special test equipment or other equipment that is not to be included in a deliverable item will be evaluated for “allowability” on a case-by-case basis.  

Government research facilities and operational military units are available and should be considered as potential government furnished equipment/facilities. These facilities and resources are of high value and some are in constant demand by multiple programs.  It is unlikely that all facilities would be used for any one specific program.  The use of these facilities and resources will be negotiated as the program unfolds.  Offerors should explain which of these facilities they recommend.  

Maximum use of Government integration, test, and experiment facilities is encouraged in each of the offeror’s proposals.  Any direct charge of facilities, not including deliverable items, must be specifically identified in the offeror’s proposal and approved by the Government prior to purchase.  

2.  
Security Classification

In order to facilitate intra‑program collaboration and technology transfer, the Government will attempt to enable technology developers to work at the unclassified level.  However, it is possible that some personnel performing substantive work in an awarded project will have to work with classified information or data.  Integrators and Experiment Planners may be required to work at the secret level.

If developers use unclassified data in their deliveries and experiments regarding a potential classified project, they should use methods and conventions consistent with those used in classified environments.  Such conventions will permit the various subsystems and the final system to be more adaptable in accommodating classified data in the transition system.

3.  
Project Meetings & Reviews  

In the execution of work awarded under this BAA, the Principal Investigator will be responsible participating in or conducting meetings and reviews as described below:

1) Kickoff Meeting:  At project inception, the Principal Investigator shall organize and conduct kickoff meeting.  The Office of Naval Research spike leader shall be the approving authority for schedule, location, and participants in the review.  The Principal Investigator shall ensure participation by the technical team, a representative from the Naval acquisition program that is expected to transition technology, a fleet or Sea Trial (or other appropriate experimentation) representative, and others who have substantive interest in the project.  

2) Quarterly Review:  The Principal Investigator shall provide a quarterly review of project execution.  The Office of Naval Research spike leader shall be the approving authority for schedule, location, and participants in the review.  The Principal Investigator shall ensure participation by the technical team, a representative from the Naval acquisition program that is expected to transition technology, a fleet or Sea Trial (or other appropriate experimentation) representative, and others who have substantive interest in the project.

3) Sea Trial (or other appropriate experimentation) Readiness Review:  The Principal Investigator shall conduct a Readiness Review at least sixty (60) days prior to each Sea Trial (or other appropriate experimentation) event in which the project is participating, if required by the Office of Naval Research spike leader.  The Principal Investigator shall ensure the participation of the technical team, a representative from the Naval acquisition program that is expected to transition technology, and a Sea Trial (or other appropriate experimentation) representative as a minimum.  The Principal Investigator shall present at a minimum: a) evidence concerning the readiness of the technology for experimentation, b) experimentation support plan, c) data collection and reporting plan, and d) experimentation risks and risk remediation plan.  

4) Sea Trial (or other appropriate experimentation) Hot Wash-Up Review:  The Principal Investigator shall conduct a Hot Wash-Up review within thirty (30) days following each Sea Trial (or other appropriate experimentation) event in which the project is participating, if required by the Office of Naval Research spike leader.  The Principal Investigator shall ensure the participation of the technical team, a representative from the Naval acquisition program that is expected to transition technology, and a Sea Trial (or other appropriate experimentation) representative as a minimum.  The Principal Investigator shall present at a minimum: a) preliminary data obtained during the experiment, b) preliminary lessons learned, and c) recommendations for refocusing technology development as a result of Sea Trial (or other appropriate experimentation) activity.  

5) Technology Transition Agreement:  The Principal Investigator is expected to actively participate in the development of the Technology Transition Agreement.
6)   Transition Readiness Review:  At least sixty (60) days prior to technology transition, the Principal Investigator shall conduct a Transition Readiness Review.  The Principal Investigator shall ensure the participation of the technical team, an authoritative representative from the Naval acquisition program that is expected to transition technology, and a Fleet or Sea Trial (or other appropriate experimentation) representative as a minimum.  The Principal Investigator shall present at a minimum: a) evidence concerning the readiness of the technology for transition, b) transition support plan, and c) transition risks and risk remediation plan. 

7)  Project Transition Review:  At least thirty (30) days following technology transition, the Principal Investigator shall conduct a Project Transition Review.  The Principal Investigator shall ensure the participation of the technical team, an authoritative representative from the Naval acquisition program that accepted technology transition, and a Fleet or Sea Trial (or other appropriate experimentation) representative as a minimum.  The Principal Investigator shall present at a minimum a report that addresses residual technical issues that remain following transition, and the plan for correcting these issues.  Other topics to be addressed during this meeting should be nominated by the Naval acquisition program that has accepted technology transition. 

4.   
Use of Animals and Human Subjects in Research 

If animals are to be utilized in the research effort proposed, the Offeror must complete a DoD Animal Use Protocol with supporting documentation (copies of AAALAC accreditation and /or NIH assurance, IACUC approval, research literature database searches, and the two most recent USDA inspection reports) prior to award.  Similarly, for any proposal that involves the experimental use of human subjects, the Offeror must obtain approval from the Offeror's committee for protection of human subjects (normally referred to as an Institutional Evaluation Board, (IRB)).  The Offeror must also provide NIH (OHRP/DHHS) documentation of a Federal Wide Assurance that covers the proposed human subjects study.  If the Offeror does not have a Federal Wide Assurance, a DoD Single Project Assurance for that work must be completed prior to award.  Please see http://www.onr.navy.mil/02/howto.htm for further information.

5.  Roles of the Navy Warfare Centers

The Navy Warfare Centers will participate in the development of technologies where there are unique capabilities and facilities of interest to the Knowledge Superiority and Assurance FNC.  They will also assist ONR in the management, engineering, and administrative tasks of the FNC and will provide GFE and facilities that will be used for system level integration and portions of experiment execution.  In the area of management, these labs will support ONR in managing contract efforts, co‑chairing with industry some of the Integrated Product Teams and Sub‑Working Groups that will emerge, and working with the other participating government agencies to assist in ease of access to necessary equipment and personnel.  They will assist the technology developers from the business sector with respect to liaison with the Naval acquisition program offices.  In terms of engineering they will provide leadership as well as support to the integration effort and experiment efforts in terms of architecture definition, interface definition, scheduling, test planning, test execution and reporting.  Administratively they will track hardware procurement, allocation, and location.  They will support ONR in tracking deliverables, cost, schedule, and risk.  The Warfare Centers will also provide GFE and facilities where system level integration and test will occur.

3. FORCEnet S&T Web Site Registration

The FORCEnet S&T KSA FNC web site provides additional information related to this BAA.  The site is the ONR website http://www.onr.navy.mil/KSA_FORCEnet.  Registration and further information on this BAA is provided.   It is recommended that this site be checked on a frequent basis for BAA amendments as well as updated information.
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� 	“Report to Congress on FORCEnet” prepared by Director of FORCEnet, Chief of Naval Operations (N6/N7) May 16 2003


� 	Some of these acronyms and program concepts may not be highly familiar to all potential offerors.  For additional information on these, please visit the BAA web site: http://www.onr.navy.mil/KSA_FORCEnet


� 	The NCES-Compliant COTP and Decision-Making EC enables the GIG Enterprise Services and Next-Generation Command Control components of GIG.  It depends on the Transformational Communications System, Joint Tactical Radio System, and GIG Bandwidth Expansion to provide transmission services needed for information exchange.  


� 	Blue refers to friendly, red refers to adversary, and white refers to other (civilian or non-governmental organization) information.  
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