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BROAD AGENCY ANNOUNCEMENT (BAA) 

Command & Control and Combat Systems 

Discovery and Invention

INTRODUCTION

This publication constitutes a Broad Agency Announcement (BAA) as contemplated in Federal Acquisition Regulation (FAR) 6.102(d)(2).  A formal Request for Proposals (RFP), solicitation, and/or additional information regarding this announcement will not be issued.  Request for same will be disregarded. 

The Office of Naval Research (ONR) will not issue paper copies of this announcement.  The ONR reserves the right to select for award all, some or none of the proposals in response to this announcement.  The ONR reserves the right to fund all, some or none of the proposals received under this BAA. ONR provides no funding for direct reimbursement of proposal development costs.  Technical and cost proposals (or any other material) submitted in response to this BAA will not be returned.  It is the policy of ONR to treat all proposals as sensitive competitive information and to disclose their contents only for the purposes of evaluation. 

I.
GENERAL INFORMATION
1.
Agency Name

Office of Naval Research

Contract and Grants Awards Division

Ballston Centre, Tower One

800 N. Quincy Street

Arlington, VA 22217-5660

2.
Research Opportunity Title

Command & Control and Combat Systems Discovery

3. 
Program Name

Command & Control and Combat Systems Discovery

4.
Research Opportunity Number

BAA 03-007

5.
Response Date

Full Proposals:  23 June 2003   
6.
Research Opportunity Description

The goal of the Command & Control and Combat System (C2 & CS) Program is to develop science and technology enablers for decision-making and mission execution to achieve battlespace superiority.  

A critical capability in network centric operations is achieving a high level of situational awareness that is present at all levels of warfare (strategic, operational, tactical) regardless of the constitution of forces (naval, joint, coalition, or combined).  To realize this critical capability, the C2 & CS Program will focus on advanced or novel approaches for processing and integration of information from disparate sources; optimal decision aids incorporating rigorous decision theory and automated inference and reasoning; and assuring information integrity and availability according to mission objectives.

General DoD Definitions:

Command and Control Systems are “the facilities, equipment, communications, procedures, and personnel essential to a commander for planning, directing, and controlling operations of assigned forces pursuant to the missions assigned.”  

Network Centric Warfare (NCW) is defined as “military operations that exploit state-of-the-art information and networking technology to integrate widely dispersed human decision makers, situational and targeting sensors, and forces and weapons into a highly adaptive, comprehensive system to achieve unprecedented mission effectiveness.”  

FORCEnet will provide the architecture and building blocks that interconnect sensors, networks, decision aids, weapons, warriors, and supporting systems into a highly adaptive human-centric, comprehensive system.  The operational benefits sought are an increased speed and precision of command; distributed self-synchronization; flexibility and adaptability to an operational situation; and decision superiority.  

6.1
Program Thrusts

The Command, Control and Combat Systems Discovery and Inventions (C2 and CS D&I) Program Office has identified three primary thrust areas.   A description of each thrust area is provided below in various subparagraphs. 

1) 
Increased Speed and Precision of Decision-making

· Automated image understanding

· Automated integration of disparate sensors and sources of info

· Presentation for rapid understanding by the warfighter

· Automated reasoning on information toward developing alternate Courses of Action (COA) with associated risks and uncertainties and drill down

2) 
Information Assurance

· Information integrity

· Information availability

· Information confidentiality

3)
Mission focused Quality of Service

· Latency and priority for tactical tasks/activities

· Contention in a complex multi-objective environment

6.1.1
 Increased Speed and Precision of Decision-making

As the ability to provide a comprehensive, multi-dimensional picture of the battlespace becomes a reality, there is concern that warfighters will be overwhelmed because they cannot process the amount of information available.  The advancement of the selected technologies will eliminate that issue by making it easier for warfighters to assimilate and use information.
6.1.1.1 Automated image understanding 

Imagery is an important form of information for conveying battle-space situation.  Current process for analysis of imagery in preparation of military operations is largely manual and time consuming.  Time critical operations and autonomous operations using autonomous platforms equipped with image sensors demand automated approaches for image processing, analysis, and understanding. Novel techniques with rigorous mathematical foundation are sought for automatic feature and object recognition; automatic image registration for single modality images, multi-modal images, image and maps, etc.; navigation using imagery in absence of or to complement global positioning systems (GPS); and feature/object based compression to maximize bandwidth utilization.

6.1.1.2 Automated integration of disparate sensors and sources of information 

NCW will exploit information technology (IT) to integrate widely dispersed humans decision makers, sensors, forces and weapons to achieve mission effectiveness and increased speed of command.  The amount of information available will be overwhelming.  Thus, IT-based decision tools that integrate and transform this information into actionable knowledge for the decision maker are required.  This thrust aims to build such tools.  The tools should have a rigorous foundation in one of the decision sciences (e.g., operations research, artificial intelligence, statistics, constraint programming) and be network-centric in nature.  The tools should be capable of wading through the myriad of options available to the decision maker, select the “best” option, and present it to the decision maker in an understandable manner.  In the case of uncertainty in the information, the tools should provide a means for accessing the implications of this uncertainty.   Given the proliferation of sensors in the network-centric environment, sensor-related decision tools are of particular interest.  Such tools should be capable of optimally allocating sensors, integrating the information they provide, and transforming this information into knowledge for the decision maker. 

6.1.1.3 Presentation for rapid understanding by warfighter

Network-centric operations demand the capability to deliver the common picture across all echelons of command.  Of particular interest to the C2 & CS Program is the development of advanced technologies that will enable effective presentation of information to facilitate rapid understanding of battlespace situation by the warfighter at lower echelons.  Pertinent military operation scenarios include urban operations and asymmetric warfare.  In such situations, mobile augmented reality offers a potential solution, where a wearable computer and see-through display are used to aggregate and display the battlefield information. Technical issues that must be solved for a mobile augmented reality system include accurate tracking and registration, information filtering and display, and interaction and collaboration. Tracking and registration hardware and algorithms are required to know the user’s location and gaze orientation.  Accurate and efficient algorithms are needed to effectively map the complex urban information database onto the small display surface in order to provide the critical information to the user under conditions where objects in the space may have a temporally varying impact due to changes in user operations (tasking, spatial movements, etc.). New techniques are required to enable a mobile user to interact with the system with minimal distraction and to collaborate with other warfighters. 

6.1.1.4
 Automated reasoning on information towards developing alternate courses of action (COA) with associated risks and uncertainties and drill down
Current planning systems, particularly for large-scale operations, are generally cumbersome to work with, lack adequate automated capability to prune and select plans, and cannot efficiently handle small changes in initial conditions thus taking a long time to generate high quality plans. We seek to develop enabling technologies for automated reasoning, particularly those 
most applicable to intelligent plan-authoring for wargaming simulation systems that would substantially reduce the time required by the planners to create high-quality alternate courses of action (COA) for a given scenario, and that would represent uncertainties and risks in the measures-of-effectiveness of the proposed COA. Enabling technologies for automated reasoning and semi-automated intelligent plan-authoring may include rigorous methods for incremental re-planning; machine learning methods including scalable learning and integration of domain knowledge and statistical learning for building and maintaining dynamic knowledge bases; case-based reasoning including case representation and measures of similarity; qualitative reasoning to handle incomplete information, uncertain information, and perception-based data; reasoning methods that can deal with contradictory information; and active logic for handling facts/situations that change in time. 

6.1.2
Information Assurance (IA) 

Information assurance is defined in the C2 & CS D&I program as the technology and practices to protect and defend information and information systems by ensuring their confidentiality, integrity, and availability.  This includes providing for the restoration of information and information systems by incorporating protection, detection, and reaction capabilities.  At risk are the systems, networks, platforms, and infrastructures that are critical to mission success.  Like interoperability and safety, information assurance (IA) is not an end state.  IA is the combination of technology, operational practices, and people dedicated to ensuring trusted operations across our own, Joint, and coalition information infrastructures despite a broad dynamic threat environment.  As warfare and information networks become inexorably interdependent and harder to defend, new concepts and innovative technologies are required to protect, defend, and react to threats. 

6.1.2.1       Information Integrity

Technologies that address the war fighters’ ability to trust the information received and to trust their information systems to perform as designed and expected.  During the design, development, deployment and operations of information systems, information integrity can be seriously challenged at any time.  Current mechanisms to assure integrity often reduce overall operational system performance and impose additional operational constraints.  Research is needed for new technologies and tools to rapidly detect and counter malicious acts and failures affecting information integrity.  Areas of interest include, but are not limited to, steganography to protect against insider threat of unauthorized covert release of information, cryptographic protocol design and analysis to ensure trust while information transfers across heterogeneous networks, real-time/fault-tolerant multi-level secure group communications to ensure confidentiality of network communications across potentially unclassified networks, certification technology for ensuring system/software upgrades, certification of embedded software systems and information systems to ensure correctness of development and guarantee rapid acceptance by the Fleet. 

6.1.2.2     Information Availability

Technologies that address malicious and unintentional acts that deny access to information and information systems.  For example, Distributed Denial of Service to network users and jamming radio frequency (RF) systems are threats to information availability.  System-wide information availability is dependent on approaches that protect all links in the chain.  Modern DoD networks are highly heterogeneous with many involved with its administration throughout commands and often connecting different commands and coalition partners.  Research is needed to develop effective innovative technologies to ensure timely and rapid availability of information across disparate networks and between state sponsored and coalition information systems.  Particular areas of interest include access control and identification, automation 
technology, insider threat protection mechanisms, hardening of systems to support recovery and reconstitution to a known secure state, and secure operation in degraded modes.

6.1.2.3.      Information Confidentiality

Technologies that address malicious and unintentional acts that disclose information to unauthorized person(s), processes or devices.  As systems become increasingly interconnected, the risk to data confidentiality increases.  Research is needed to develop effective innovative technologies to ensure data confidentiality and parameters critical to system security, such as biometric data.  Particular areas of interest include data at rest technology and protection against insider threats.

6.1.3    Mission focused Quality of Service 

This program goal focuses on providing automated, optimized use of network resources to accomplish multiple, simultaneous missions.  Technologies in this area will support prioritization resources based on mission requirements.
6.1.3.1     Latency and priority for tactical tasks/activities

Network quality of service is critical to operations in a network-centric battlespace.   Today's Network Centric Warfare distributed information demands consume current tactical network resources.  Technologies that address information prioritization, real-time data replication and information delivery are of high interest to the C2 & CS program.  Network traffic needs to reflect the mission it is intended for during times of congestion to ensure that critical updates arrive in time.  As warfighters, sensors, and Intelligence, Surveillance and Reconnaissance (ISR) platforms become more distributed, the potential for latency related network issues rises dramatically.  

6.1.3.2     Contention in a complex multi-objective environment

Examines issues associated with the fact that both routine and critical information must traverse vast distances to reach the correct warfighter's system.  This increases the probability for noise and retransmissions that contend for diminishing network bandwidth.  Technologies of interest include those which address: Allowing networks to be rapidly and automatically assembled and disassembled to adapt to operational change; Adding Line of Sight (LOS and Over the Horizon Line of Sight (OTH LOS) using airborne relay to build and automate a carrier battle group / amphibious readiness group (CVBG/ARG) intranet and bring Internet Protocol (IP) to the cockpit; Extending network to USMC and Joint forces ashore; Providing dynamic dissemination of multi-media informational products to the disadvantaged user.

6.2  
Relation to Other Programs and Sea Trial

In addition to the synergistic warfighting effects between the ONR D&I thrusts, projects should further look to integrating with other on-going developments (e.g., Commercial off the Shelf (COTS), DARPA technologies) and enhance transitional opportunities into Future Naval Capabilities (FNCs).  Of particular interest are FNCs that address command and control and combat system issues such as Knowledge Superiority and Assurance (KSA), Missile Defense (MD), and Time Critical Strike (TCS).  The FNC Program contributes to Sea Trial, the Navy process in Sea Power 21 that provides the opportunity to integrate emerging concepts and technologies, leading to continuous improvements in warfighting effectiveness and a sustained commitment to innovation.  Sea Trial, a key element of Naval Transformation and supported by the ONR Naval Transformation Initiatives Science and Technology program, identifies candidate technologies with the greatest potential to provide dramatic increases in warfighting potential.  This innovative, fleet-led process may offer significant transition and integration possibilities.  
7. Point of Contact

Questions of a technical nature shall be directed to the cognizant Science and Technical Point of Contact, as specified below:

Mr. Gary Toth

Command and Control Program Officer

Mathematical, Computer, and Informational Sciences Division

Code ONR 311

Office of Naval Research

Ballston Centre Tower One, Room 607-14

800 North Quincy Street

Arlington, VA 22217-5600

Telephone: (703) 696-4961

Fax: (703) 696-2611

Email: Tothg@onr.navy.mil
Questions of a business nature shall be directed to the cognizant Contract Specialist, as specified below:

Ms. Toni Cristinzio

Contract Specialist

Contract and Grant Awards Management

ONR 251

Office of Naval Research 

Ballston Centre Tower One, Room 720

800 North Quincy Street

Arlington, VA 22217-5660

Telephone: (703) 696-8448

Fax: (703) 696-0066

Email: cristit@onr.navy.mil 

8. Instrument Type(s)

It is anticipated that primarily contracts will result from this solicitation. However, ONR will consider awarding grants, cooperative agreements or other transactions as appropriate.  
9. Catalog of Federal Domestic Assistance (CDFA) Number

CFDA No.:  12.300

10. Catalog of Federal Domestic Assistance (CDFA) Title

CFDA Title:  Basic and Applied Scientific Research

11. Additional Information

N/A

II.
AWARD INFORMATION
The Office of Naval Research (ONR) plans to award multiple technology development contracts (particularly cost plus fixed fee (CPFF) type contracts) and possibly some assistance agreements, that represent the best value to the Government in accordance with the evaluation criteria.  The Office of Naval Research is seeking participants for this program that are capable of supporting the goals described in this announcement.  Offerors have the opportunity to be creative in the selection of the technical and management processes and approaches to address the thrust areas. 

The period of performance of the awards typically ranges from one to three years.  There will be no options.  ONR plans to fund $150,000 to $600,000 per year per award using Exploratory Development Funds (Budget Category 6.2).  However, lower and higher cost proposals will be considered. The Office of Naval Research anticipates that a total of 6-10 awards will result out of this BAA. The average funding level of past awards was approximately $400,000 per year. The period of performance for projects may be from one to three years, with an estimated start date of October 2003, subject to date of final award and availability of new fiscal year funds.

ONR has funded related information technology development under numerous programs. Proposals that build on current or previous DoD work are encouraged. If offerors are enhancing work performed under other ONR or DoD projects, they must clearly identify the point of departure and what existing work will be brought forward and what new work will be performed under this BAA.

III. ELIGIBILITY INFORMATION

All responsible sources may submit a proposal, which shall be considered by the Government. Historically Black Colleges and Universities (HBCU) and Minority Institutions (MI) are encouraged to submit proposals and join others in submitting proposals. However, no portion of this BAA will be set aside for HBCU and MI participation due to the impracticality of reserving discrete or severable areas of network centric warfare technology for exclusive competition among these entities.

Independent organizations and teams are encouraged to submit proposals in any or all areas. However, Offerors must be willing to cooperate and exchange software, data and other information in an integrated program with other contractors, as well as with system integrators, selected by ONR.

Foreign entities may submit proposals under this BAA for unclassified/publicly releasable work if the proposed technology can be developed and demonstrated within that classification level. Proposals by foreign entities for confidential or classified work are subject to country to country agreements for the given technology. 
A separate announcement will be released under which Government Entities and Federal Funded Research and Development Centers (FFRDCs) will be able to submit proposals for a share of the anticipated program funds.

IV.  
APPLICATION AND SUBMISSION INFORMATION
1.  Application and Submission Process

Pre-Proposal Conference/Industry Day:  The Command and Control and Combat Systems Discovery  and Invention (C2 and C&S D&I) Program  will conduct an unclassified briefing for potential offerors on Wednesday, May 28, 2003. This briefing will be conducted at Booz Allen & Hamilton, 8283 Greensboro Dr., McLean, Virginia, in the Newman Auditorium.
The purpose of the meeting will be to provide potential bidders with a better understanding of the aforementioned Program. The briefing will be held from 0900 – 1200, with registration beginning at 0800. 

The C2 and C&S website  http://www.onr.navy.mil/02/baa/03_007/  must be used to register for participation in Industry Day.  This BAA and associated references are also available at this website, as well as directions, schedule, and any other appropriate information.  Registration must be complete by 21 May 2003.  If requested attendance exceeds capacity, it may be necessary to limit attendance of personnel from each organization, and organizations will be so notified.  ONR will reply via email on or before 21 May 2003 with this information.   

Those not able to attend this briefing should consult the C2 and C&S webpage to see briefing slides and answers to written questions submitted during the conference.  

The web page identified above is dedicated to this BAA and will be the primary means of publicizing all relevant information that is specific to this BAA.  All interested parties are encouraged to visit this website regularly.  

Full Proposals - The due date for receipt of Full Proposals is 2 p.m. (local time) on 23 JUN 2003.  It is anticipated that final selections will be made 60 days after proposal submission.  As soon as the final proposal evaluation process is completed, the proposer will be notified via email of its selection or nonselection for an award.  Proposals exceeding their page limit will not be evaluated. 

2.   
Content and Format of Full Proposals

The Proposals submitted in response to this BAA are expected to be unclassified. However, confidential/classified proposals are permitted. The Proposals submissions will be protected from unauthorized disclosure in accordance with FAR 15.207, applicable law, and DoD/DoN regulations. Offerors are expected to appropriately mark each page of their submission that contains proprietary information.  The Proposal shall include a severable, self-standing Statement of Work, which contains only unclassified information and does not include any proprietary restrictions.
Full proposal Format – Volume 1 – Technical and Volume 2 – Cost Proposal
· Paper Size – 8.5 x 11 inch paper

· Margins – 1” inch 

· Spacing – single or double-spaced

· Font – Times New Roman, 12 point

· Number of Pages – Volume 1 is limited to no more than 30 pages.  Volume 2 has no page limit.  The cover page, table of contents, and resumes are excluded from the page limitations.  Full Proposals exceeding the page limit may not be evaluated.

· Copies – one (1) original, 5 copies and one electronic copy on CD-ROM, (in Microsoft( Word or Excel 97 compatible or .PDF format).

Full Proposal Content

Volume 1: Technical Proposal

Volume 1 of the Full Proposal shall include the following sections, each starting on a new page. Please pay attention to the page limitations for each section as specified below.

1) Title Page: (Not included in page limitations.) This should include the words “Technical Proposal” and the following: 

(a) BAA number; 

(b) Title of Proposal; 

(c) Identity of prime Offeror and complete list of subcontractors, if applicable; 

(d) Technical contact (name, address, phone/fax, electronic mail address); 

(e) Administrative/business contact (name, address, phone/fax, electronic mail address); and, 

(f) Duration of effort (differentiate basic effort and any options) 

2) Table of Contents: (Not included in page limitations.) 

3) Executive Summary: (2 pages) Summarize the technology you are proposing and the expected improvements to the Navy. 

4) Concept of Operation for the Navy: (2 pages) A summary of the way in which the proposal’s product(s) would support the Navy in an operational context. Include quantitative specifications for how the products will improve operational performance. 

5) Statement of Work: (5 pages)  A Statement of Work (SOW) clearly detailing the scope and objectives of the effort and the technical approach. It is anticipated that the proposed SOW will be incorporated as an attachment to the resultant award instrument. To this end, such proposals must include a severable self-standing SOW without any proprietary restrictions, which can be attached to the contract or agreement award. Include a detailed listing of the technical tasks/subtasks organized by year. 

6) Project Schedule and Milestones: (1 page) A summary of the schedule of events and milestones. 

7) Assertion of Data Rights: (1 page). Include here a summary of any proprietary rights to pre-existing results, prototypes, or systems supporting and/or necessary for the use of the research, results, and/or prototype. Any rights made in other parts of the proposal that would impact the rights in this section must be cross-referenced. If there are proprietary rights, the Offeror must explain how these affect its ability to deliver subsystems and toolkits for integration. Additionally, Offerors must explain how the program goals are achievable in light of these proprietary and/or restrictive limitations. If there are no claims of proprietary rights in pre-existing data, this section shall consist of a statement to that effect. 

8) Technical Approach and Deliverables: (Not To Exceed 9 pages)  A detailed description of the approach planned, results targeted and products to be delivered. 

9) Operational Utility: (Not to Exceed 2 pages)  A detailed plan for assessing the operational utility of the key products of this effort during a Fleet or Marine operational exercise, including proposed metrics. 

10) Qualifications: (3 pages) A discussion of previous accomplishments and work in this, or closely related, areas, and the qualifications of the investigators. Key personnel resumes shall be attached to the proposal and will not count toward the page limitations. 

11) Management Approach: (5 pages) A discussion of the overall approach to the management of this effort, including brief discussions of the total organization, use of personnel, project/function/subcontractor relationships, government research interfaces, and planning, scheduling and control practice. Identify which personnel and subcontractors (if any) will be involved. Include a description of the facilities that are required for the proposed effort with a description of any Government Furnished Equipment/Hardware/Software/Information required, by version and/or configuration. 

Volume II: Cost Proposal

The Cost Proposal shall consist of a cover page and two parts, Part 1 and Part 2. Part 1 will provide a detailed cost breakdown of all costs by cost category by calendar/fiscal year and Part 2 will provide a cost breakdown by task/sub-task using the same task numbers in the Statement of Work.  

· Cover Page: The use of the SF 1411 is optional. This proposal should include the words “Cost Proposal” and the following:

1) BAA number; 

2) Title of Proposal; 

3) Identity of prime Offeror and complete list of subcontractors, if applicable; 

4) Technical contact (name, address, phone/fax, electronic mail address); 

5) Administrative/business contact (name, address, phone/fax, electronic mail address); 

6) Duration of effort (differentiate basic effort and options) ; and a
7) Summary statement of proposed costs 

· Part 1: Detailed breakdown of all costs by cost category by calendar/fiscal year:

1) Direct Labor - Individual labor category or person, with associated labor hours and unburdened direct labor rates; 

2) Indirect Costs - Fringe Benefits, Overhead, G&A, COM, etc. (Must show base amount and rate) 

3) Proposed contractor-acquired equipment, such as, but not limited to, computer hardware for proposed research projects should be specifically itemized with costs or estimated costs, if it is being proposed as a direct cost. An explanation of any estimating factors, including their derivation and application, should be provided. Please include a brief description of the Offeror's procurement method to be used;

4) Proposed Government furnished equipment or facilities, if applicable.    
5) Travel - Number of trips, number of days per trip, departure and arrival destinations, number of people, etc; 

6) Subcontract - A cost proposal as detailed as the Offeror’s cost proposal will be required to be submitted by the subcontractor. The subcontractor’s cost proposal can be provided in a sealed envelope with the Offeror’s cost proposal or will be requested from the subcontractor at a later date; 

7) Consultant - Provide consultant agreement or other document which verifies the proposed loaded daily/hourly rate; 

8) Materials should be specifically itemized with costs or estimated costs. An explanation of any estimating factors, including their derivation and application, shall be provided. Please include a brief description of the Offeror's procurement method to be used; 

9) Other Directs Costs and; 

10) For proposed procurement contracts, the Offeror’s proposed Fee/Profit, including fee percentage. 

· Part 2: Cost breakdown by task/sub-task using the same task numbers in the Statement of Work.

3.  
Significant Dates and Times

	Anticipated Schedule of Events *

	Event
	Date                (MM/DD/YEAR)
	Time                        (Local Eastern Time)

	Pre-Proposal Conference/Industry Day

	 28 MAY 2003
	0800 – 1200

	Full Proposals Due Date
	23 JUN 2003 
	1400

	Notification of Selection for Award
	 23 AUG 2003
	1600, 60 days after due date

	Contract Awards
	October 2003
	N/A


* These dates and times are estimates as of the date of this announcement.

4.   
Submission of Late Proposals 

Any proposal, modification, or revision, that is received at the designated Government office after the exact time specified for receipt of proposals is “late” and will not be considered unless it is received before award is made, the contracting officer determines that accepting the late proposal would not unduly delay the acquisition and 

(a) If it was transmitted through an electronic commerce method authorized by the announcement, it was received at the initial point of entry to the Government infrastructure not later than 5:00 p.m. one working day prior to the date specified for receipt of proposals; or

(b) There is acceptable evidence to establish that it was received at the Government installation designated for receipt of proposals and was under the Government’s control prior to the time set for receipt of proposals; or

(c) It was the only proposal received.

However, a late modification of an otherwise timely and successful proposal, that makes its terms more favorable to the Government will be considered at any time it is received and may be accepted.

Acceptable evidence to establish the time or receipt at the Government installation includes the time/date stamp of that installation on the proposal wrapper, other documentary evidence of receipt maintained by the installation, or oral testimony or statements of Government personnel.

If an emergency or unanticipated event interrupts normal Government processes so that proposals cannot be received at the Government office designated for receipt of proposals by the exact time specified in the announcement, and urgent Government requirements preclude amendment of the announcement closing date, the time specified for receipt of proposals will be deemed to be extend to the same time of day specified in the announcement on the first work day on which normal Government processes resume.

The contracting officer must promptly notify any offeror if its proposal, modifications, or revision was received late and must inform the offeror whether its proposal will be considered.

5.  
Address for the Submission of Full Proposals 

Office of Naval Research

Ballston Center Tower One

Attn:  Mr. Gary Toth, ONR 311

Room 607-14

800 North Quincy Street

Arlington, VA  22217-5660

Telephone Number: 703-696-4961

NOTE:  PROPOSALS SENT BY FAX OR EMAIL WILL NOT BE CONSIDERED.

V. 
EVALUATION INFORMATION
1. 
Evaluation Criteria - 

The following evaluation criteria apply to the Full Proposals. Proposals will be selected through a technical/scientific/cost decision process with technical and scientific considerations being most important than cost.  Even though cost is of less importance than all the technical factors combined, it will not be ignored.  The degree of its importance will increase with the degree of equality of the proposals in relation to the other factors on which selection is to be based, or when the cost is so significantly high as to diminish the value of the technical superiority to the Government.  Criteria A-D are listed in descending order of priority. Any subcriteria listed under a particular criterion are of equal importance to each other.

A.  Overall scientific and technical merits of the proposal 

1.  The degree of innovation 

2.  The soundness of technical concept 

3.  The offeror’s awareness of the state-of-the-art and understanding of the scope of the problem and the technical effort needed to address it 

B.  Naval relevance, transition potential and anticipated contributions of the proposed  technology to FORCEnet and network centric warfare operations 

C.  Offeror’s capabilities, related experience, and past performance, including the qualifications, capabilities and experience of the proposed principal personnel 

   1.  The quality of technical personnel proposed 

2.  The offeror’s experience in relevant efforts with similar resources 

3.  The ability to manage the proposed effort 

D.  The realism of the proposed cost 

1.  Total cost relative to benefit 

2.  Realism of cost levels for facilities and staffing

Socio-Economic Merits - For proposed awards made as contracts, the socio-economic merits of each proposal will be evaluated based on the extent of the Offeror’s commitment in providing meaningful subcontracting opportunities (to the maximum extent practicable) for small businesses, HUBZone small businesses, small disadvantaged businesses, woman-owned small businesses, veteran-owned small businesses, service disabled veteran small businesses, historically black colleges and universities, and minority institutions.

Industry-Academia Partnering – ONR highly encourages partnering among industry and academia with a view toward speeding the incorporation of new science and technology into fielded systems.  Proposals that utilize industry-academic partnering which enhances the development of novel S&T advances will be given favorable consideration.

Industry-Government Partnering – ONR highly encourages partnering among industry and Government with a view toward speeding the incorporation of new science and technology into fielded systems.  Proposals that utilize industry-Government partnering which enhances the development of novel S&T advances will be given favorable consideration.

2.   
Evaluation Panel

Potential Offerors should understand that government technical experts drawn from the Office of Naval Research and other naval and defense activities/agencies will participate in the evaluation of the Full Proposals. All government personnel participating in evaluation will be bound by appropriate non-disclosure agreements to protect proprietary and source-selection information.

The Government may use selected support personnel to assist in providing both technical expertise and administrative support regarding any ensuing proposals from this announcement.  These support contractors will be bound by appropriate non-disclosure agreements to protect proprietary and source-selection information. 

VI.  
AWARD ADMINISTRATION INFORMATION

1.  
Administrative Requirements

· The North American Industry Classification System (NAICS) code - The North American Industry Classification System (NAICS) code for this solicitation is 541710 with a small business size standard of 500 employees. 

· CCR - Successful offerors not already registered in the Central Contractor Registry (CCR) will be required to register in CCR prior to award of any grant, contract, cooperative agreement, or other transaction agreement. Information on CCR registration is available at http://www.onr.navy.mil/02/ccr.htm
· Certifications - Proposals should be accompanied by a completed certification package which can be accessed on the ONR Home Page at Contracts and Grants.  For grant proposals and proposals for cooperative agreements or other transaction agreements (other than for prototypes), the certification package is entitled, "Certifications for Grants and Agreements"  For contract proposals, the certification package is entitled, "Representations and Certifications for Contracts". 

· Subcontracting Plans - Successful contract proposals that exceed $500,000, submitted by all but small business concerns, will be required to submit a Small Business Subcontracting Plan in accordance with FAR 52.219-9, prior to award. This requirement also applies to non-profits, including educational institutions. 

2. 
Reporting

The following is a sample of deliverables that could be required under a research effort.   The following deliverables, primarily in contractor format, are anticipated as necessary. However, specific deliverables should be proposed by each offeror and finalized with the contracting agent:

· Detailed Technical Data

· Technical and Financial Progress Reports

· Presentation Material(s)

· Other Documentation or Reports as required
· Final Report

VII.  
OTHER INFORMATION

1.  
Government Property/Government Furnished Equipment (GFE) and Facilities

Each offeror must provide a very specific description of any equipment/hardware that it needs to acquire to perform the work. This description should indicate whether or not each particular piece of equipment/hardware will be included as part of a deliverable item under the resulting award. Also, this description should identify the component, nomenclature, and configuration of the equipment/hardware proposed to be purchased for this effort. It is the Government’s desire to have the contractors purchase the equipment/hardware for deliverable items under their contract. The purchase on a direct reimbursement basis of special test equipment or other equipment that is not included in a deliverable item will be evaluated for allowability on a case-by-case basis. 

Offerors are expected to provide all facilities (equipment and/or real property) necessary for the performance of the proposed effort.  Any direct charge of facilities, not including deliverable items, must be specifically identified in the Offeror’s proposal and approved by the Government prior to purchase.  In addition, any request to use Government owned facilities must be included in the Offeror’s proposal and approved in advance by the cognizant Government official.  After contract award, requests to use Government integration, test, and experiment facilities will be considered on a case by case basis based on availability and justification of need.
2.  
Security Classification

All proposals are expected to be unclassified.  However, confidential/classified proposals are permitted.   
In order to facilitate intra-program collaboration and technology transfer, the Government will attempt to enable awardees to work at the unclassified level to the maximum extent possible.  
If awardees use unclassified data in their deliveries and demonstrations regarding a potential classified project, they should use methods and conventions consistent with those used in classified environments. Such conventions will permit the various subsystems and the final system to be more adaptable in accommodating classified data in the transition system.

3. 
Project Meetings & Reviews

Individual program reviews between the ONR sponsor and the performer may be held as necessary.

Program status reviews may also be held to provide a forum for reviews of the latest results from experiments and any other incremental progress towards the major demonstrations. These meetings will be held at various sites throughout the country. For costing purposes, Offerors should assume that 40% of these meetings will be at or near ONR, Arlington VA and 60% at other contractor or government facilities. Interim meetings are likely, but these will be accomplished via video telephone conferences, telephone conferences, or via web-based collaboration tools.  

4.  
The DoD High Performance Computing Program 

The DoD High Performance Computing Program  (HPCMP) furnishes the DoD S & T and DT & E communities with use-access to very powerful high performance computing systems. Awardees of ONR contracts, grants, and assistance instruments may be eligible to use HPCMP assets in support of their funded activities if ONR Program Officer approval is obtained and if security/screening requirements are favorably completed. Additional information and an application may be found at http://www.hpcmo.hpc.mil/.

5.  
Website

The C2 and C&S website http://www.onr.navy.mil/02/baa/03_007/ which is dedicated to this BAA will be the primary means of publicizing all relevant information that is specific to this BAA.  All interested parties are encouraged to visit this website regularly.  
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